User Manual




1

Contents
oo 11« o] o [P OO S SRRSO PR 1
0N 10110 [T T oSSR 1
1.2 SOTIWAIE ATCHITECIUIE .. .eviititite ettt sttt s b e e b e s be b e e ess et e e be e be b e s b e s e es e e b e e b e s et e s s e R e ek e e be st e s e sbeseebenbesbe s essene e 1
1.3 SYSTEM COMPONENES ......eiiieitiitiete ettt ettt ettt ettt st e bt e b e bt e b e eb e e s s e eb e e s b e nbeeh e e b e eR e oAb e e b e 2R E e eR £ 2R e e AR £ eh s e AR e 2R b e nE e eb e e bt ebe e e e e be e b e abeennenbeannea 2
131 )T (=] 1 | FO U TP U ST T T T PP PT PP PRRTRTPPRP PRI 2
132 FTONE-ENO ACCESS ...ttt ettt ettt st s b e et et e et e et e st e s e seeseebe et e s e s s e s e e se e b e et et e s es s e s e eb e e be st e s e st eseebeebe st e b e e eneeteebesbe st enteneas
1.33 Background Monitor
1.34 (000 o1 (o] IO o1 (-] OSSOSO UPPR
O Y T £ o] SRS SSRSPI 2

Configuration Requirement
2.1  Software and Hardware Configuration Requirement

2.2 ReqUIEMENT FOI FIFBWALL ... .o ittt ettt e et h e bt bt sb e e e e e at e b e eb e et e e e s e e Rt eb e eEeebees et ebeeneabeseenseneeneane
2.3 Checking Installation Environment
2.4 CONTIGUIING SEIVEE IP AGUIESS ... .cuveviivieieitiiteieit ettt sttt sttt e bt ete et et et e s e eseebesbe b e s es s et e ebeebe et e b essessebeebesbe st e senseteabestensensens
Install and UNINSEAIl the SOTIWAKIE .........ooie ettt b ettt b e bt st et et e s e e b e e be et et et eme et e ebeebeseeeeneanis 7
3.1 INSTAI T8 SOTIWAIE ...ttt bbb bbbtk b bt e bbb b e bbb e e bbb e bbbt b ettt b s 7

3.1.1 LR LIS oY SO 7

3.1.2 AR | IO [T | SO 8
3.2 UNINSTAI SOFIWAIE ...ttt bbb b b e bt b s b b e bbb e e b et e bt b bbbt b et n b s 9
oo 1 o OSSO TRSURR PR 11
A1 RUN SBIVETS .ttt etttk bttt h bbbt s b4 bt H b s e st e h £ e b 4R A8 e b e s 24 H e E £ 4R A8 e e e b e h £ E £ A b £ b€ E et b e AR R bRt bt bRt e bt r e 11
O oo || o OSSPSR 11
4.3 Main Menu INterface INTrOGUCTION............oiiiiieiei ettt ettt et b e et e s e e bt et e sb e et et eme e b e e bt sbeebeeeeneaseaneebeseenens 12
(D CY (oY Lo ToT=1 0 1T o | OSSPSR
5.1  Add Encoding Device

5.1.1 Quickly Add.......

5.1.2 Manually Add

5.1.3 INTHALIVETY REPOIT ...ttt ettt ettt b e bt e e b e e e m e e bt e bt eb e e b e e e seeReebeebeee et e e eme et e eaeseeseeneeneans 16

5.14 Quickly Add Auto Report Device W17
5.2 MOGITY OF DEIELE DEVICE ... veveiiieieieitiitesiet ettt ettt ettt st st e s e te b e st e st e s e ss e ke e be a4 e s et e s e e st e b e e b et e b e ss e st ebeebe s b e s enb et e eneateabenae s ens e 17
LT B = - (ol I [ ] T 7] = o Lo o SRR 18
Lo 1oLV (ot 0 T U [OOSR 18
LTI B 1=V ot 1= 1] o OSSPSR 19
L AN (== 1= 1 110 o OSSPSR 19
5.7 A MEia TIANSTEE SEIVET ......iuiiitiiitisteest ettt bbb bbbt b bbbt bbb s b bt e btk b ettt b ettt 19
LR I Ao [0 IS (o] 1o TR YT USRS
[adeTo o] oY Lo To =] 0 1T o | OSSPSR
6.1 PEOPIE MANAGEIMENT ....viitiitiiiieiett ettt ettt ettt e b e te s b et et e se et e e be s be b e s s essete et e s b e s es b e s e ehe e b e eb e s e st e R e e b e et et et et en s eteebenbe s enrereenen

6.1.1 Yo [0 €1 (o 11 o TSSOSO

6.1.2 F Ao (o B U011 SO SOOI
(G T Y ol Tl a] (LSRRI

6.3  Task Management....
Face Recognition Management

T L FACE SUINVEIIANCE. ...ttt sttt e h e bt e e e e £ e R e b e e bt ee e £ oA £ e R e ehe e A e eb e e e m e eb e ebeebese e b et entabesbeneeeeneeneanis
7.11 Face Surveillance Settings .29
7.1.2 REAI-TIME VIBWW ...ttt sttt h e bt bt et e R e e h e e bt e E e b e £ 2Rt eE e e Rt eE e b e s e eReeb e eEeebeseeneeseaaeabeebenee e eneane 30
7.13 Search Snapshots and COMPArISON RESUIL ..........eiiiiiieeie ettt b e e bbb s ae b e e eneeresaeneas 32
7.14 Search Image by Image ... 33
7.15 (@11 =1 a0 13O S SO 35

A = (o1 €] (== oo SO ORPTPTTRSPSPR 36

7.3 FACE ALENUANCE ....veuiiveiiietiieteeet ettt bbb bbb b8 bt b e b £ e b h b bt £ bR e bR e b e b€ e bRt b b e b e b ekt bbbt b et e 39

7.3.1 Add Attendance GroUP AN TAIGELS. ... ...oeeieitereeieieti ettt e ettt s e be e et eseeseateabesee e eseeseabeseeaaeseeseaseaseasesbesseneeneesesaeseenes 39



10

11

12

13

7.3.2 SEEAIENAANCE RUIES ...ttt b bbb bbbt e btk b bt b ettt bt bt e enen
7.33 Search Attendance Record
7.34 REAI-TIME VIBW ...ttt bbbt bbb bbb bbb b e e btk h bttt b et b et b et
7.35 StatiSticS OF AENUANCE DALA. .........vevieieiniiteeiieii et b bbb bbbt b bbbt b st bbb ettt b et e e enn
7.4 Smart Site View....
7.5 SIMAIT VIBW ..tttk b bbbt £kt b b4 e b R4 b h € E b b R £ heh e E k£ E oAb R e bbb bbbt b et e
LLIVE VIBW .tttk ettt e e st e bt e £ e bt seem e 2824 R e e R £ 4 E e 4 e AE 2R £ SR £ eR £ SR e e Re A oA £ eR£eR e AR e ARt Re £ eREeE e Rt ARt eE e R e Rt eReeReeReeeeebe e entereenennan
8.1 LIV WIBW .ttt ettt ettt ettt ek £k e b te b2 £ e R £ e E £ 4R e ARt AR oA £ oA £ R £ SRS ARt AR oA £ eR £ e Re AR £ ARt AR e R oAt eEeeReeReehe R et eReeEeeRenee b et enterees
8.1.1 MONIEOTING POINT VIBW ... .ttt ettt b et et s e be s b e s b e s e st et e bt be s b e b et eseebeebe st et e e entetesbeste st enee
8.1.2 CHANNET GIOUD VIBW ...ttt sttt ettt b et et e e e st eh e e b e ebeeE e b e s e eReeEe e b e ebe e s em e eReebeebeabessemseseaneebeseeseenean
8.1.3 PN VIBW ...tk b b bbb b h £ E b bR b bRk b bR bbbt et b et
8.2 IMIUII-SCIBEN VIBW... ..ttt bbbkt b s bbb bR b b £ R b oAt bbb b et b st b bt bbbttt s
ST B S 14 O] o1 1 (| OSSPSR
ST 115 = gL B 1Y o - U] OSSOSO PR
R =ToT o] o IR/ o P\ o - ol OSSOSO
TR R o (= Toto ] (o [ ©o ) {10 [V 4[] o [OOSR PSPPSR
9.11 Yo o U] L = Toto] o [T [OOSR SE SO RPPPTPRTRPRPN
9.1.2 Alarm Linkage Recording
T o (- Tolo (o [ ] P o o SRRSO
9.21 NOFMAL PLIAYDACK ...ttt b e e bt e e e Rt e b e bt et e b e e e neeb e e be et e seeneebeeneebesbesee e eneane
9.2.2 Smart Playback by Face.................
9.23 Smart Playback by License Plate
9.24 PlaYDACK DY TIME SHCE ...ttt sttt b et b et e e st ae e b e e b e b e e es e eseebeseeebeneeneabeanesbeseennens
9.25 Playback by Event
9.2.6 [ 1Y 0T 1ot ¢V I o [OOSR
TR o (= Toto ] (o 2 Ut S o OO SRR
0.4 SBAICH PICTUIE ...ttt ettt bbb bbb b e bbb h bk £ bR bR e E b £ bR b E e bbb bt n et b et e
F N E U Y T oo T=T o T o | OO USROS PSR PTRSRRN 69
10.1  AlGrm SErver CONTFIGUIALION ........ ittt eeete ettt ettt sttt e bt besb et e st es e e b e ebeee e b e e e ae e b e eb e e b e seemeeseebeebeebensenseseabeebeseeseeens 69
KO AN F- Vg O] 1o 0] = Uu o] OSSR PSPPSRSO 69
O 1O 1= 1 1o OO 71
104 AJGIMN TASK SEINGS. ...t evtittitiititeiete ettt et e e e st e st ete e b e te st e b et eseeseebesbe b e s s eseeteebesb e s es b e s e eR e e beebe s e st eRaese et et et et entabeebenbe s essereenen 71
L0.5  EMAI SOIINGS. ... viteiieieieitt ittt ettt ettt b b e st e teebe b et e st e st e R e et e b e b et oAb e R e R e Re b et e Rt e R e b e be et et et e Rt e teebente b ereereeren 73
B0 AN F- Vg1 A 1= OO SRRSO 73
O A - Vg1 1 o o SO 75
10.8  MANUAT ALBIN QUL ... .ttt ettt sttt heebe st a2 et e st e b e e beeE e e a2 e R e eE e R e ea e e em £ 2R e eR e eEeeb e e e m e eb e ebeeb e s b e b e e entabeabesbe s eneeneanis 76

O O A O =T (3 Y - T T TP R OO PR PO PO PTPRPROTN 77
11.1.2  Add Hotspot... 17
A V- T AV, Fo a1 (0 [T TSSOSO 78
B IR L L TSRS 80
12,1 AT TV WAl SEIVE ...ttt b et b b £ b s bk £ b b8 b e bt e bbbt et bt b e bt bbb e et et st eneanas 80
I A No [0 I 1ol o[- OSSO TRS USRI 80
12.3 TV WAl IMEBNAGEIMENL. ... .ttt sttt et e ae b e bt se et a2 e a e e bt b e eb e e e e m s e A2 e Rt e Eeeb e e e e e eR e eb e eb e s b e be e entabeebesbeneenseneanin 81
12,31 TV WAIE SEEINGS ..ottt sttt b bbbt e s e s e e b e s be s b e s e st et e e b e e b e e b et et esseReeb e s be et e e enseteebeateabe b e e ensans 81
I T VAV 1| R 1TSS 84
20 T B B 1o o T gl 3 U | SO 89
B ] - Yo U RO PSRRRP 89
12.3.5  TasK SEttiNg OF TV Wall ...ttt ettt ettt h Rt b e s b e b e e e s e e b e ebenee b et eneeresbeebeseenes 91
12.3.6 TV Wall System CONfIQUIATION .......ciiuiiiiiiciitiiteieee ettt sb et et e e seete st e s b et e s e reebeete st e s e s eseabeebesee e 92
TEMPEIATUIE IMIBASUIEIMEINT. ... .ceeiti ittt ettt b e b ekt e ke ekt e bt eh e e et b e es b e A b e 2R e e b e 4R e e b £ e E £ e R b e eR e 2R b e e b e e hseab e e abenbeebe e b e ane e b e nbeennen 94
13.1 Add Temperature Reading Devices ...94
13,2 TEMPEIALUIE SCIEEMINQ ...vtivititesiitteteitestest et eseeteatestessesseseeseatessessessesseseebesbebessesseseebeebe s es b e s e eReebeeb e s e sses e ebe e b e e bebe s enseteebeabe st e s ereenn 94

R T R 0o o1 1o ¥ =LA o o OSSPSR 94
13.2.2  Live Preview




14

15

16

17

18

19

20

21

13.2.3  Records Search
13.2.4  Statistics

L= (=1L 10T a1 11T [OOSR PRORRSRPRN
L1411 TASK MANAGEIMENT ......eiiiieitiitii ettt sttt b s te s b e b e b e st eseeb e s beebe s e st e s e eb e e b e sbe b et essebeebeebeabe s enseteebeatearesbe s ensans 99
14.2 Real-time Statistics
BT o T 1Y - T ST S PP SPPURRURTRPION
B o TS o] T ] LA [OOSR PRRRURIN 102
B o (oYY O o011 7o OO SUTURPPRRRURN 103
14.6  SEArCH HISTOTICAI PICTUIE ....c.ocviiiiiieiiecie ittt b bbbt bbb bttt b bt e bbbttt 104
A (o] g\ EoT g FoTo [=T o 1T o | OSSPSR 106
15.1  Add ACCESS CONLIOI DEVICE. ... euiuiieiiiitiisteie sttt ekt b st b bbb h b b e bRt b et b btk b b e bbbt st e et 106
BT AN o] o] VA (o T TV ] | PSSO PRRRSPSIN 106
15.3  Search and EXPOrt VISITOr RECOIT ........oouiiiiiiieiieieii ettt sttt sttt e e b et eae e b e e es e et e ebeebese et e st eneebeabesb e b eseeneerenbeabennan 108
15,4 EXCEPHION HANAIING ....vcviiiiitiieteie ettt et s b e b et s e st e £e et e b et es e be e b e e te e b e b e st ebeebesbesae b eseeneateabesaensensaneas 109
15.4.1 Extending Visit Time or MOdify ACCESS POINT ..ottt sb e be e e s ene e 109
15.4.2  Not Visiting/Leaving Beyond the GIVEN TIME .......c.oiiiiiiiiieeee ettt se e s e 110
Parking LOt IMANAGEIMENT .........ciiiiiiiitiiet ettt te ettt e e et e te e b e s te st e s s ess e s e ebee2esae st e s e es s et e eb e be b e s b esseseebeebe s et e s enteteebesteste s eneens

16.1 Add ANPR Camera
16.2 Add LED Display Screen
16.3  SYSTEIM SEINUS ....veueiuieieiteiterte ettt sttt ettt bt e e e s et e s b e ebe s b e e e st eh e e Eeebeseem e es e Rt e R e e e e s e e eR e e R e e Rt eEe b e e emtebeebesbeseenseneaneabeabeneensaneanea
16.3.1  Set Entrance and EXit...........cccccevvvererivcinennnnne.
16.3.2  Set the Charge Rule for Temporary Vehicles
16.3.3  Set Schedule
16.4 Vehicle Management
16.4.1 Link Vehicles to the Parking Lot

L16.4.2  BIACKIISE GIOUP ....ecueitiitiiteite ettt ettt et et et e s e bt e bt s e e b e e e ae e b £ bt e b e ee e e e meeee e b e ebeeee et e e eneabeanesbeseenneneanis
16.5  VEIICIE IMONITOMING ... cviitiitiitetetet ettt sttt s e teebe e b e s e b e s e e st e b e et e b e s e st e Re e b e s be b e s e st e ke ebesbesae b eseeneabesbesaeseneaneas
16.5.1  TEMPOFATY VBNICIES. ... ettt ettt bbb e et e e em e e b e e bt eeeeb et e se e bt ebeebene et eseeaeebesbeneenean
16.5.2  LINKEA VBRICIES ...ttt b e bt e et e e e ae e b e bt e b e s b e e e seehe e b e ebeeee et e e eneebeebesbeneenseneanis
16.5.3  BIACKIISIEA WENICIES ...ttt bbb bbbttt bbbt
BTG ST=T: T o OSSOSO SURRRPRN
16.6.1  Search Pass INFOMMATION. ........ccuiiiiiiieieiite ettt bbbt b et et b bbbttt ettt b et
16.6.2  Search Temporary Vehicle Charge INfOramtion ...........c.ccioiiiiiiiiicc e 119
16.6.3  Search Whitelist \ehicle Payment INFOrMAatioN...........cccooiiiiiiiiieic e e 119
16.6.4  SEArCh OVEIAUE PArKiNG......cviiiiitiiteiiieieti sttt ettt b et st s et et e s be st e s es s et e eb e e besb et e st eseetesb et et e e eneatesbasbeean 119
Yoo 1U 1 A=V To B o o 41T o] o [OOSR

17.1 Create Account
17.2  User Permission Settings
Operation and MainteNance MaNAGEIMENT ...........c .ottt ettt re st beebeete s e s e e st abesbeabesseneabeaaeabesbesseneaseesesaeseenes 123
18.1 Check and EXpOrt LOQ.......cccevvrvveverieiernarnnnenns

18.2 Backup and Restore Configuration
18.3  VIEWING ONIING STALUS ... evieeteeeic ettt ettt ettt bt ae e b e bt st e e e s e e Rt e b e e E e beeeem e e R e e R e eEeebeseemeeReebeebese e b e e entebeaaesbenseneaneas
184 VIEWING STALUS LLOG ...vveveevetiieieieti et ste st et eseetesteste e esseteebesbesbe s e s e esseteebe s e b e s e eseeEeebe b e s es s eReeb e e beebe s essebeebeebesae b eseentateabestesenseneas
[ Iolor=1 I @0l q1 110 U] = 1o} o HOO OO OSSPSR
19.1 Record and SNAPSNOt SEIINQS ... .ceiiiiiteiteieieee ettt sttt ettt e e et e st e b e ebesaeebe e ea e ebeebeebeseese e st eaeebeebeseenbeseaneebeseenbeean
BT o Tors IR 1] To OO SOOSPPPRPRSPSIN
BRSO O YT [o=To IS 1 1] o OO OO UOTURPRPRRRRSIN
194 AlGIMN VW SEHINGS. .. cvtitiitiiieteieti ettt sttt ettt sttt te bt st et e s e eseete e b e b e s b e s e ese e b e e te b e s es s e Reebeebeabeae st eseebesbesae b esaentateatestensensaneas
19.5  OSD POSItION CONTIGUIATION......c.viiiiiitiitiitiitetete ettt sttt ettt e st e b et e seebe et e s ae b e e es s ebeeb e be b esseseeseebesbe e enseseabeatesrebesean
19.6  SYSTEM CONFIGUIALION ......eetieeteee etttk ettt e h ekttt ee e b e s e e Rt e bt b e beeeem e eE e e Rt eEeeb e e e s e eReebeebesee b e e entebeaaesbeneeneaneas
B A N o [To T U o] [oT: o [Ty o PR SOOO R PPRPRSPSPN
ATAY =T o T O =T o | OSSR
20.1 Operating Environment of Web Client
20.2  STAI TE CHENT....e. ittt bbbt b st b b £ b st b b e bRt e b b e e bt £ bRt b b€ e bR e bt e bbbkt b bbbttt
L0810 (=] g ToTo] 1 o [P OO S USRS




1 Introduction

1.1 Introduction

NVMS Standard is a brand new video surveillance management platform released by our company, seamless access to all products of our
company and encoding devices of the famous manufacturers in the industry (like Hikvison, Dahua, etc.). With the powerful capability of
video surveillance management, real-time preview, record storage, record playback, record download, alarm linkage, decoding on TV Wall,
keyboard control, vehicle entrance and exit management, temperature screening as well as intelligent analytics are supported. Additionally,
due to its open system architecture, its SDK/OCX can be provided to the third party for secondary development. Therefore, NVMS
Standard can meet the client’s demands of centralized video management and can be widely used in the video surveillance of industrial

park, education, banking, chain stores and buildings.

1.2 Software Architecture

Service

Client

TVI-DVR AHD-DVR
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1.3 System Components

1.3.1 System
e I
Control Center
Client Service IP-SAN

(" Front-end Access ) Background Monitor N

C‘"“l”‘ s Decoder Clljf_:‘t

= — |
" & - )
-
pve|NvR |

I swifch TV wall [ |

swifch switch
A / _/

1.3.2 Front-end Access

Front-end devices include IPC, DVR and NVR.
You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by Cat5 or Catbe

cables (less than 100 meters) or optical fiber.

Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.3.3 Background Monitor

Background monitors include TV Wall, Monitor, etc.

You can set up the real-time image of display devices, these display devices including TV-Wall (decoding images to show on the

TV-Wall through video decoder), digital display screen and so on.

Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of front-end monitor

devices.

1.3.4 Control Center

) Realize various services, such as, video transmission, recording, decoding on TV wall, etc.
® Add IP-SAN storage array to realize centralized storage.

®  Connect servers and IP-SAN storage array to internet through switches.

®  Setup IP addresses in accordance with the actual situation.

1.4 \ersion

Signal access on trial

Max signal access

NVMS Standard 32 channels video signals 256-ch video signals
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2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement

Recommendation for hardware Recommendation for software

NVMS components

configuration

configuration

Number

Management Server
(including Web

Inter(R) Core(TM) i5 4500 3.0GHz or

above /16GB memory 1T

Windows Server 2012

Server/Alarm Wind As needed
or above, 512MB GDDR5 or above 'Windows10
Server/Access . Professional/Ultimate
(multi-screen : 1GB  GDDR5
server/E-Map Server) o
memory) /500GB SATA/ Gigabit NIC
Windows Server 2012
Intelligent Server CPU configuration: /Windows Server 2016 As needed
g Inter(R) Core(TM)i5 7500 3.0GHz /Windows10

Professional/Ultimate

Media Server

CPU configuration:
Inter(R) Core(TM)i5 7500 3.0GHz

Windows Server 2012
/Windows Server 2016

/Windows10

Professional/Ultimate

It depends on the video
format and the number of
channel viewing

simultaneously

Monitor

Inter(R) Core(TM) i5 7500 3.0GHz or
above /16GB DDR3
/Intel HD Graphics 530 2GB,
INVIDIA GeForce GTX 1060 6GB

or above (multi-screen : 2GB GDDR5
memory) /500GB SATA/ Gigabit NIC

Windows 7 SP1 64bit
Professional/Ultimate
Windows 10
Professional/Ultimate/
Home 64bit

Note: Face recognition IPC configuration: the application scenes should be set as “Security Monitoring”, or the snapshot interval should
be set more than 1s.
When all IPCs added to the platform perform face detection or comparison, the number of the captured pictures reported to the

platform should not exceed 1,000 per minute.

The recommended 64-bit hardware configurations are as follows.

NVMS Recommendation for software

components

Recommendation for hardware
) ) Number
configuration

configuration

Inter(R) Core(TM) i5 7500 3.0GHz or
above /16GB DDR3
1 Monitor /Intel HD Graphics 530 2GB,
Client-64bit | /NvIDIA GeForce GTX 1060 6GB

or above (multi-screen : 2GB GDDR5
memory) /500GB SATA/ Gigabit NIC

Windows 7 SP1 64bit
Professional/Ultimate
As needed
Windows 10 Professional/Ultimate/

Home 64bit




2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to set up firewall. All monitor ports shall be opened in the installed

servers. The open ports are as follows:

Server Port Type Port

Authentication Server Internal Port 6003
Configuration Server Internal Port 7002
HTTP Server Service Port 8080
Internal Port 6006

Media Transfer Server
Auto Report Port 2009

Storage Server
. . Internal Port 6009
(windows version /IP-SAN)

Intelligent Server Internal Port 6069
Alarm Server Internal Port 6033
TV Wall Server Internal Port 6036

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be modified

accordingly in the firewall configuration.

2.3 Checking Installation Environment

Item Checkup Standard

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

— Check whether the software meets the standard required. (including the type and version of the operation
system, NVMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipments are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.

2.4 Configuring Server IP Address

The IP address of the server (computer) is the IP address of the platform. Please make sure the platform and other devices are connected to
WAN/LAN. It is recommended that the platform and the devices that are about to be added to the platform are in the same local network
segment. How to set the server IP address?

1. Connect the network cable to the server, power on and start the server.

i
2. Click at the lower right corner of the computer desktop and then click “Open Network and Sharing Center” as shown below.




6.

File Edit View Tools Help

Control Panel Home

Change adapter settings &I'

Change advanced sharing

View your basic network information and set up connections

See full map

~

Metwork 12

@

Internet

E; ¥ » Control Panel » All Control Paneltems » Network and Sharing Center

settings

ADMIN-PC
(This computer)

View your active networks Connect or disconnect

Network 12 Access type: Internet
Public network Connections: [ Local Area Connection 3

Change your networking settings

& Setup anew connection or network

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

3. Click “Local Area Connection X” - “Properties”.

4.  Select IPv6 or IPv4 according to the actual network environment. Here we take IPv4 as an example. Then click “Properties” of IPv4.

[ oo | < ot

General Networling
. Connect using:
Connection
P4 Connecthiy: Internet | & Reattek PCle GBE Family Cortroller |
IPv: Connectivity: Mo Internet aa;elsz
Media State: Enable This connection uses the following tems:
Duration: 14 days 04:54:46 n
cpeed: 100.0 Mb % Cliert for Microsoft Networks
peed: L Hbps J= 005 Packet Scheduler
Details, .. gFile and Printer Sharing for Microsoft Networks
. |rtemet Protocal Version 6 (TCP/IPvE)
W |temet Protocol Version 4 (TCP/1Pv4)
& Link-Layer Topology Discovery Mapper /8 Driver
Activity & Link-Layer Topology Discovery Responder
Sent —— &p ——  Received
= [ Install... ] | Uninstall | I Properties ”
Bytes: 2,125,192 | 5,285,794 Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
- - - across diverse interconnected networks.
[ I@Pro*;:lertles [ @D‘SEHE ] [ Diagnose ]
\ Close oK || Cancel
— |

Select “Use the following IP address” and then configure the IP address, default gateway and DNS server addresses according to the

actual network environment. After that, click “OK” to save the settings.




Internet Protocol Version 4
General

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(") Obtain an IP address automatically
(@) Use the following IP address:

IP address:
Subnet mask: 255 .255. 0 .0

Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server: 223. 5 .5 . 5§

Alternate DNS server: 223.6 .6 . B

validate settings upon exit




3 Install and Uninstall the Software

3.1 Install the software

Server and Client need to be installed separately.

3.1.1 Install Server

1) Double click “NVMS server.exe”. Select the Ul language as needed.

MVMS Server - InstallShield Wizard h:4

Select the language for the installation from the choices below.

Englizh [United States) w

Carcel

2)  Atip will pop up to suggest you to close the antivirus software. If no prompt window appears, please skip this step.

'tip | 28 I

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3)  Click “I accept the terms of the license agreement” and then click [Next].
4)  Click [Browse] to select the installation location and then click [Next].

!
Instal 5 . fheck | [bedy|

5)  Check “Launch Software” as needed and then click [Finish]”.




MYMS Server - InstallShield Wizard

InstallShield Wizard Complete

InstallShield < Back Finish Cancel

3.1.2 Install Client

1) Double click “NVMS Client setup.exe” and then select the Ul language as needed.

MYPS Client - InstallShield Wizard >

Select the language for the inztallation fram the choices below,

Englizh [United States] w

2)  Atip will pop up to suggest you to close the antivirus software.

rti|:t Ii]

It is suggested that the 360tray.exe be closed first and then continue!

oK |

3)  Select “I accept....” and then click [Next] to continue.
4)  Click [Browse] to select the installation location and then click [Next].




NVMS Client - InstallShield Wizard

Choose Destination Lo

InstallShidld ¢ Back Hews Cancel

5)  Check “Launch Software” as needed and then click [Finish]”.

NVMS Client - InstallShield Wizard

InstallShield Wizard Complete

InstallSHidd ¢ Back Finish Cancel

3.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of NVMS.

The uninstallation steps of the Server are similar to the uninstallation of the client.

Click “Start” = All Programs—> NVMS Server->Uninstall to pop up the following wizard. Click “Yes” to confirm.

MNWMS Client - InstallShield Wizard

This cperaticn will delete NVMS Client from your computer. Continue?

Select whether to delete the database or intelligent analysis data as needed. Then clicking the “Finish” button ends the uninstallation.




User Manual

NVMS Server - InstallShield Wizard @

Database Options

InstallShicld <Bark H Next> Cancel
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4 Login

4.1 Run Servers

Before logging onto the client, please ensure all servers are working normally. Having been installed successfully for the first time, the
server tray will minimize on the taskbar of the computer. Double click the server tray icon to pop up the server tray interface. You can also
right click the server tray icon and select “Display main interface” to pop up the server tray interface as shown below.

- o x
(A ServerTrayUI
Server Status Set Port Configure
Management Server D Running 6003/7001
Configuration Server b Running TDl)Zl
Stop All
B> s
Transfer Server D Running 6006/2009
Reboot All
Storage Server D Running 6009 -
10.20.52.7 Alarm Server D Running 6033
Access Server D Running 6013
[ o | EE
Intelligent Analysis Server D Running 6069
System Time
Total running time:
— | 0(d)0(h)0(m)34(s)
Display main interface
Quit

The working status and port can be viewed from the server tray. All servers can be stopped and restarted. Additionally, all server ports can
be modified as needed. Click the corresponding port number to modify it and the modified port can be saved automatically after you move
your mouse to another place.

Please set up according to the actual network.

4.2 Login

Double click the shortcut icon of “Monitor Client” to run the software as shown below.

User Name| admin hd ‘

Password | ssssse ‘

Authentication Server | 10.20.52.7 W | ‘ 6003 ‘

& Remember Password [ Auto Login

Enter username and password (the default username is admin; the default password is 123456).
Enter the IP address and port of the authentication server (the default port is 6003).

Check “Remember Password” or “Auto Login” as needed.

Click [Login].

® ® O 6
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If you forget the password, please click “Reset password”. Then a small window will appear. You can reset the password by answering the

pre-defined questions.

Create Security Questions / Answers

J Create Security Questions / Answers |

Question: l v ]
Answer: | |
Question: l v ]
Answer: | I
Question: l v ]
Answer: | |

If this is the first time for you to log in, please create security questions and answers. It is important that you remember the answers for
these questions or you will not be to reset your password and be locked out.
After you log in, a record partition setting box will pop up. Please select the desired record storage location. Then click [OK] to save the

settings.

Record Partition Setting

D 1183.01GB | 118.17GB

[ 182.74GB 127.72GB

4.3 Main Menu Interface Introduction

12



Jiew System Help — O %
Homae Cperation and Maintenance Management  Target Counting  Record Setting  Local Configuration: Record Management  Face Greeting
Video Preview Storage Playback E-Map
-‘ Video Preview | Alarm preview @ Record Playback | By Time Slice | By Event ) E-Map Setting
E-Map Maonitaring “*  ByTag Record Backup ' Search Picture
Recoerd Setting | Schedule Setting
TV Wall Management Resource Management Organization management
e TV Wall Setting - TV Wall View ’\?’, Add, Edit or Delete Device | Device Setting E Resources and organizations
- TV Wall Task Settings *® Area Setting  Channel Group Setting Authority management | Visitor Record
TV Wall System Setting Task
User and Permission Alarm Center Parking Lot Management
User Management ~ _’“ Alarm Log Search  Alarm Linkage Settings }Q Vehicle itari Vehicle g
Peomission b I = == | schedule Seuing Manual Al O Inteacaed Search Sestern Seuting
a Device Alarm & Motion Detection B Face Alarm 8 Other intelligent Alarm & Sensor Alarm & Offfine Alarm - &8 Server Alarm & Alarm task Unhandled alarm items:69 3%
Alarm Time Alarm Souree Alarm Type  Storage Playback Device Playback.  Storage Snapshot  Device Capture  Alarm Processing  Handling Status Disposition &
2021-01-16 09:58:02 IP Camera2 Monitoring Po.., I _‘/.
2021-01-16 09:58:02 P04 Monitoring Po... 5 | /l
2021-01-16 09:57:53 IP Cameral2 Moenitoring Po... | /_u
2021-01-16 09:57:23 1P Camera2 Manitoring Po... | /|

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar

Description . Description
1 Menu Bar 4 Status Bar
2 Tab Bar 5 Alarm Information Bar
3 Functional Areas
Tab Bar
Menu ‘ Description
) “Video Preview”, “Edit view”, “Change to home page”, “Change to smart view page”, “Change to smart
View site page”.
Including “Live View”, “Record Playback”, “E-Map”, “TV Wall Management”, Resource Management”,
System “Account and Permission”, “Alarm Center” “Operation and Maintenance Management”, “Face
Surveillance”, “Face Greeting”, “Line Crossing Counting”, etc.
Help Including “User Manual”, “Register license” and “About NVMS”

Functional area

Menu ‘ Description

Video Preview | To view live images and to record, snapshot and talk, etc.

Storage

To remotely play the local records or back up records.
Playback ypay up

13
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E-Map To manage and display maps, hot spots, etc.
TV Wall To set TV wall and decoding videos on TV Walls
Management
REOIES To add, modify or delete areas, devices or servers.
Management
People To manage people and assign the access permission
Management
Accou.nt .alnd To add, modify or delete user account and set permissions for these accounts.
Permission

Alarm Center

To set alarm linkage and schedule; To search alarm logs.

Face .
. To recognize, compare or search face.
Surveillance
Temperature . -
P To view the statistics of body temperature
measurement

Face Greeting

To welcome visitors based on face recognition technology

Face Attendance | To help to manage staff attendance based on face recognition technology
Parking Lot To manage vehicles in the parking lot
Management
Line erssmg To monitor and analyze people/vehicle flow in real time
Counting

Operation and
Maintenance

To search, export and maintain logs.

Management
Local . .
. . To set record path, snapshot path, system startup and maintenance, overload and alarm view.
Configuration
Functional . .
. To select common functions displayed on the home page.
Selection

Other buttons:

Description

Click it to hide the interface.

Click it to zoom in or out the interface.

Click to exit the software.

)

Click it to add the video preview page.

When the tab pages exceed the applicable numbers, this icon will display. Click it to view the hidden

tabs.

Common buttons:

Button ‘

Description

Click it to edit the item.

Click it to delete the item.

Check the camera and then click it to select

Check the camera and then click it to remove

Click it to add all cameras

AN IS

Click it to remove all selected cameras
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5 Device Management

5.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

Add, Edit or Delete Device Device Setting Area Setling Channel Group Setting

| Decoder (Online/Total number:1/1)

LED Dispiay Device (Online/Total num Quickly Add Manually Add  Initiatively Report  Unbound Auto Report Device Device Quantity:56 m
Intelligent Analysis Server (Online/Tots = T - -
Storage Server (Online/Total number:1 [ il b
M el Traister S (Dol /Tital @ DeviceName  1020.1.233 “ 6036 2552552400  Standard Device
Access Server [Online/Total number:l),
Alarr Server (Oniine/Tolal numberi/{ | | Device Name 102052200 [ 6036 25525500 Standard Deviee 145 o0t
TV Wall Server {Online/Total number | [ Device Name  10.2018.38 [ 6036 25525500  Standard Device (145 001
| O Device Name  10.20.19.208 “ 6036 28625500 Standard Device 144 o011
] Device Name 10.20.18.211 @ 6036 255.255.0.0 Standard Device (144 00:11
| m] IPCamera 10.20.18.231 0 0000 ONVIF
5] IPC 192168.1.88 4 9008 2552552550  Standard Device 50.10 001
| O PORMESE 10201731 4 W08 25525500  StandardDevice 5010 0011
L< 2o
Select Transfer Server | Transfer Server v | Select Storage Server | Storage Server bl
Select Area .Q default area V| @ Automatically Link Area

Then click “Add” to add devices. You can add multiply devices in this interface, such as face detection IPC, face recognition

IPC/NVR/box, face recognition terminal, perimeter alert IPC, ANPR camera, etc.

5.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices from different manufacturers, such as Hikvision, Dahua,
PMS, etc. The default username of the standard device is “admin and the default password of the standard device is “123456”.
Note:
* The default media transfer server and storage server can be selected when adding devices. Users can also create new media
transfer server and storage server in advance (see Add Media Transfer Server and Add Storage Server).

* Area must be set up before adding devices. Click [Add Area] to create an area (See Area Setting).

5.1.2 Manually Add

15



Add Encoding Device

Quickly Add | Manually Add | Initiatively Report Unbound Auto Report Device

1P Address : . z 5 ; admin sssses

TS O ———
Select Transfer Server | Transfer Server L Select Storage Server | Slorage Server bl
Select Area [ ) defaull area v BRI O Automatically tink Area

(@  Enter IP address/IP range/domain name, username and password and choose protocol type.
@  Click [Test] to test whether the device is connected successfully or not.

(®  Select transfer server, storage server and area and then click [OK].
Devices can be added in batch by adding IP range.

If “URL" is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click
[Test] to test whether the device is connected successfully or not.

Add Encoding Device

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device

URL:RTSP://192.168.226.201:554/profilel RTSP _-- _|m]|_ |

<

Select Transfer Server I Transfer Server v ] Select Storage Server [ Storage Server W l

Select Area I () default area v ]

How to get URL?

Here we take the IPC of our company for example. Log in to the web client of the IPC and then go to “Config”> “Network”—> “RTSP”
interface to configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name:port/profilel”. For example:
rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.

The URL of the device of other companies, please get the URL from its web client or the third-party tools (like ODM).

5.1.3 Initiatively Report

Select the “Initiatively Report” Tab to see the following interface.

16
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Quickly Add  Manually Add  Initiatively Report revice N \er

Device Numl Protacol UserName  Password Delete
[ Na Standard Device admin | eesses

[ transfer server

select Transfer Server | Trar

Select Storag:

Storage Server v

Select Area | ()

O Automatically Link Area

et o

@  Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.

) If the DVR/NVR is needed to add, please go to Network->Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP
address and port (default 2009) of the NVMS and then set the device number of the DVR/NVR.

® If the IP camera is needed to add, please go to Network Configuration—>Server Configuration of the IP camera. Check “Do you want

IPcamera to connect Server”, enter the IP address and port (default 2009) of the NVMS and then set the device number of the IP camera.

@  Select the transfer server, storage server, area and then click [OK].

5.1.4 Quickly Add Auto Report Device

For the auto report devices in the same local network with the platform, you can go to the “Unbound Auto Report Device” interface to add
them quickly.
Note: please fill out the auto report information in the NVR/IPC in advance and then the device information can be searched in the

“Unbound Auto Report Device” interface.

Add Encoding Device X

Quickly Add Manually Add  Initiatively Report Unbound Auto Report Device Device Quantity:62
[] De'vic; Na..  Serial No. Protocol  Select Tran...
O 1 1 Standard D... Transfer Se...
Select Transfer Server | Transfer Server b ‘ Select Storage Server ‘ Storage Server v |
Select Area | (2 default area ha ‘ [ Automatically Link Area

5.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.
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Add, Edit or Dalete Device Device Setting Area Setting  Channel Group Setting

| Decoder (Oniine/Total number.1/1) y " RCpic g

JEED Display Device (Onime Tatatniknton Jels Transfer Server Storage Server T0-95234... 5.0.1.0{88.. = T

| Inteligent Analysis Server (Online/Tot| — i — ST =

| Starage Server (Online/Total number1 fault area Transfer Server Storage Serve Inkine TD-9551E2 4.3.0.0(19.. ,Q_ E

| Media Transfer Server (Onfine/Total 14 b ares Transfer Server Storage Server o 10-9553E... 440021 [+} ) T

| Access Server (Online/Total number:1/ : - : o : - =

| abarms Server (Onling/Total numbery: fault area. Transter Server Storage Server Onling - IPC 501005 ﬂ E M
TV Wall Server {Onfine/Total numbrer:1

The device channel number, alarm status, online status and record status can be viewed from the above table.

5.3 Batch Import/Export

You can import multiple encoding devices (NVR/IPC) in different local network at a time. The setting steps are as follows:

1.  Create an Excel file and then edit the device information as follows. Please copy the text of the first line.

A B C D E
ip port protocol userName password
192. 168. 226. 201 9008 ipec admin 123456

2. Save the file as “.cvs” or “.xlsx”.

3. Click Home->Resource Management->Add, Edit or Delete Device. Then click [Import] to import the file.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Device Type Select Area Select Transfer Server Select Storage Server

Encoding Device (Online/Total numbe)
Decoder (Online/Total number:1/1)
LED Display Device (Online/Total num

Intellinent Analvsic Servar {Online/Tat:

_‘ Import ) Export

Upgrade

ault area Transfer Server Storage Server Online TD-9523A... 5.0.1.0(88...

Export encoding devices: check the device you want to export and then click [Export] to export the device list.

5.4 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Upgrade]. Select the upgrade type as
needed.

J Add, Edit or Delete Device ‘ Device Setting Area Setting Channel Group Setting

Select Area Select Transfer Server Select Storage Server | Upgrade _

Batch Upgrade for IPC

Device Type

Import

Export

Decoder (Online/Total number:1/1) Batch Upgrade for ANPR Camera

LED Display Device (Online/Total num

O @ IP Camera0l Standard ... 1 1

—a

Batch Upgrade for NVR/DVR

Intelligent Analysis Server (Online/Totq

Note: When multiple devices are upgraded simultaneously, the selected devices must be the same series.
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5.5 Device Setting

Go to Home->Device Setting interface as shown below. In this interface, the parameters of the device can be set up.

Add, Edit or Delete Device Device Setting Area Setting  Channel Group Setting

Encading Device G50 Selting Image Setting Stream Setting Mation Detection Maotion Alarm Linkage Exception Privacy Mask Setting ROT Setting Focusing Setting Presel Setting |+ ;I'
| Bt Default area
B & AZH-2MP-20-210
2 BIPC
= [PC

Monitoring Point Name | A3H-2MP-20-210
A show OSD Name Horizontal Position | 75 Vertical Position | 100

B8 Show Timestamp Horizontal Position | 8600 Vertical Position | 100

Different devices have different menus. Please configure the device according to the corresponding user manual.

5.6 Area Setting

Go to Home—> Area Setting interface as shown below.

Parent Area | () default area \'% |

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Area Name ‘ next ‘

-

Area Name Channel Number Edit Delete
b () default area 4 Z _|H|_ L.anCEI

Click [Add] to go to Area adding interface. Enter area name to create parent area. Then click [OK] to save the settings. To create sub area,
click [Add], choose the parent area, enter the area name and click [OK].

5.7 Add Media Transfer Server

Media transfer server is in charge of the video signal reception of the front-end devices (like IPC) and transfers the signal to the client to
view or to the storage server to record. The command of viewing the video of the front-end devices sent by the client or storage server is
transferred by the media transfer server to the front-end devices. There is a default transfer server. If you want to add a new transfer server,
please follow the directions as below.

1.  Go to Home->Add, Edit or Delete Device->Media Transfer Server.
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s
Add, Edit or Delete Device Drevice Setting Area Selting Channel Group Selting

Device Ty | i - @ : Q

Encoding Device (Onfine/Total numbe |

Decoder (Oniine/Total number:1/1) =] Serverhlamo | DevicoNumber  Channel Number 1P Address  Port ot Spare Server | Assaciated Hot Spare Server  Client Conniction Status.  Authentica
LED Ditplay Devica (Onling/Total numf| 'y Trgsfer Server 7 10 1020527 6006 No Online
Intelligent Analysis Server (Online/Tote

Storage Server (Onfine,/Total numbser:

Access Server ([Onfine/Total number:1/ L] Quiickly #d_d Mam‘_h?i!y’ Add - - Server Quantity:0 "
Marm Server (Online/Total number:17] 1 1P Add ] ﬁdﬂ —

TV Wall Server {Online/Total number:1

2. Click [Add] to go to media transfer server addition interface. Users can quickly add or manually add media transfer servers.
3. Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and

click [OK] to save the settings.
Select the “Manually Add” tab to go to the media transfer server adding interface. Enter the server name, IP address and port and click

[OK] to save the settings.

Add Media Transfer Server

Quickly Add | Manually Add Server Quantity:3

O 1P Address Port
d 172.16.47.128 6006
O 172.16.47.120 6006
0

192.168.1.22 6006

When adding the transfer server, you can select it as a hot spare server.

If there are devices under the transfer server, this server cannot be changed to a hot spare server.

If you have added a hot spare server, it will work as follows.

1. When the transfer server of the device is offline and the offline time exceeds the predefined service fault time, the device will be
transferred by the online hot spare server.

2. When the original transfer server of the device is online again and the online time exceeds the predefined server fault time, the
device will be transferred by the original transfer server.

To set the server fault determination time, please go to Home—> Local Configuration—->System Configuration interface to set.

5.8 Add Storage Server

Storage server is in charge of the storage of record information, including the information of schedule record, record based on motion
alarm, sensor alarm, smart detection alarm (like object removal detection, line crossing detection, etc.), responding to the search and
playback of all storage data. It also supports self-defined storage path settings and IP-SAN access. There is a default storage server. If you
want to add a new storage server, please follow the directions as below.

1.  Click Home—>Add, Edit or Delete Device->Storage Server.
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Add, Edit or Delete Device Device Sefting Area Setting Channel Group Setting

Device Type

Encoding Device (Online/Total numbe
Decoder (Online/Total number:1/1)

LED Display Device (Onine/Total numi
Intelligent Analysis Server (Online/Totz

009 Mo Online

Add Storage Server O i

x
Server Quarntity:0 m

Media Transter Server (Online/Total n
Accoss Server (Online/Total number:l/ |
Alarm Server [Onling/Total numberl/;
TV Wall Server [Online/Total number:]

Quickly Add | Manually Add

2. Click [Add] to go to storage server adding interface. Users can quickly add or manually add storage servers.

3. Select the “Quickly Add” tab and click [Refresh] to quickly search servers in the same local network. Check the desired servers and
click [OK] to save the settings.

Select the “Manually Add” tab to go to the storage server adding interface. Enter the server name, IP address and port and click [OK] to
save the settings.

When adding the storage server, you can select it as a hot spare server. Once the host server is offline, the spare server will take over.

After the storage server is added, click = to set record partition. In the record partition setting interface, select the disk and click [OK]

to save the settings.

Add, Edit or Delete Device | Device Setting  AreaSelting  Channel Group Setting

m m [ERETEh

Device Type A
Encoding Device (Online/Total numbe
Decoder (Online/Total number:1/1)
LED Display Device (Onling/Total num|
Intelligent Analysis Server (Gnline/Totg

Media Transfer Server (Online/Total ng Record Partition Setting

Access Server (Onling/Total number: 1/ ‘& tican Sy {

Alarm Server {Online/Total number:1/: ) = - -

TV Wall Server (Onling/Total number B {Chyem ifierd SN0 2260
& o 18368 1168
(5] E 182GB 128GB

If you have added a hot spare server, it will work as follows.

1. When the storage server of the device is offline and the offline time exceeds the predefined service fault time, the recorded file of the
device will be saved by the online hot spare server.

2. When the original storage server of the device is online again and the online time exceeds the predefined server fault time, the
recorded file of the device will be saved by the original storage server.

To set the server fault determination time, please go to Home-> Local Configuration—>System Configuration interface to set.
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6 People Management

6.1 People Management

6.1.1 Add Group

You can add group for four libraries—Person list, VIP list, Visitor list and Blacklist.

®  Add the parent group
Go to Home—>People Management->People Management->Person List.

People Management Sync Records Visitor Record Task
Person List VIP List Visitor List BlackList
' Q

W Default Group

CuD

Add Group

Mame

Right click on the blank of the person list column and then the “Add” button will appear. Click it to add the group name.

®  Add the sub group:
Put the cursor on the parent group name and then you will see the follow buttons. Click “+” to add the sub group name.

i People Management i Sync Records

| Person List | VIP List Visitor List

Default Group

Click to bind the camera.

Bind the camera to the group: Add the people images of the group to the face database of the binding camera. When the person whose
picture has transferred to the face database of the binding camera appears in the detection area, the face comparison result will be sent to

the platform.
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Authorization binding X

4 [ default area

1P Camera02

‘E)‘ [ default area

[ IP Camera01

> <

Clear All @ Cancel

In the people management interface, click “Sync Records” ->”People” or “Device” to view the synchronization status.

People Management | Sync Records ‘ Visitor Record

Task

Perso
Search Q o
B Default Group
2 Ay O

M

J IP Camera01

J Device Name

Device Name | All

Default Group

Default Group

Status | All

6.1.2 Add Target

You can add targets for four libraries-- people, VIP, Visitor and Blacklist.

®  Add target one by one

Select the group name and then click [Add] to add the target information

People Management

Person List WIP List

Syne Records

Visitor Record

Visitor List Rlackbist

Task

Name: | Birthday:
Gender: [Male—\/| Country: ’7|
province: | | City: |7|
| Work type: | | Work 1D: |
D Type: | ID Card v| Teleph: |
oNo: | |
Remark: |

The default is the device bound to the target distribution Group [Default Group]

m] emale

O Card

Birthday:

Work type:
Telephone:

I NO:

O O &

02-01

-+

Click Add and select the face image saved in the local PC. Then fill out the corresponding information and click [OK] to save.
Note: the resolution of the face image shall be less than 3840*3840.
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If the target is added to the group of the VIP, register date and VIP level shall be fill in.

®  Batch Import
In the above interface, click [Export template] to export an Excel template and then fill out the corresponding information in the table as
shown below.

After that, create a file named “Image” and then put the face images under this file.

A B c o E ¥ L5} H ! 3 K L M L] o P

1.The marked red item is regquired;

2.When entering the phone number and centificate number, please add '; for example, 13500000000 is written as '13500000000;
3.The date format is 2020.01.01;

4.The certiflcate number shall not exceed 20 digits;

5. The VIP level is general, medium and high:
Neme BithDste Gender  [DType IDNO Country Province City Telephone Remark  VIF Level  Registration Date Department Type of work Staff Numbes | Picture address
Helen 7070.08-05 Femala  IDCard 123 China  Sichuan  Chengdu = 13500000000 High 1070-08-05 T engineer " 011111 Helan jog
David  2020-08-05  Male DCard 12 China  Sichusn  Chengdu " 13500000000 High 2020-08-05 i engineer 12222 David jog

Put the image file and the personal information file into the same directory.
Click [Import]>[ Excel Import]

People Management Sync Records Visitor Record Task
Person List VIP List Visitor List BlackList

:
Clear All Targets Change group Export template mea

Q

W Default Group Select current Page Reversely select J=IE

Batch |mport |

File import

Click [Import] and then select “Batch import” to import face pictures in bulk, but the target information must be modified manually.
Click [Import] and then select “File import”. You can select whether to search the sub folder.

Search Subfolders: choose a folder including multiple subfolders and then all pictures in the folder and its subfolders will be imported.

Not Search Subfolders: the pictures in the folder will be imported, but the pictures in the subfolders will not be imported.

»  Convert images to an Excel

Multiple images also can be converted to an Excel. Then click “Excel Import” to add targets. The setting steps are as follows.

1. Name the face images (like David_Male_1989-01-03_Engineer_Groupl), separating each field with “_”.

2. Clicking on displays an image conversion box. Click to select the desired images.

3. Click @ respectively to set the image naming rules and content of the header.

Image conversion tool X

Image list | |
Image naming rules | | @]
Content of the header | | @

*f.onerate Fyral tor imninrt Cancel
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1.  The naming sequence of each image selected must be the same. Please select the image naming rules in accordance with the
sequential order of the name of the image.

Note:

2. The content of the header must contain those items of the image name and can be selected in any order.
3. The content of the header must contain name and group (face database), which can be entered in the image name in advance and also
can be edited in the exported Excel.

®  Modify or Delete Target

| Name: J Birthday: 02-01
I=' Gender:  Female Work type:
1 Work ID: Telephone:
ID Type: 1D Card ID NO: Modify Delete
@ Group: Default Group @ @ &

Click "i" to bind the camera. After you bind the camera, the face image will be added to the face database of the camera.

Click to view the target list as shown below.

k 0O
oo

J Edit Name Birthday Gender ID Type ID NO Country Province City Group Work type Work ID Telephone Operation
D] C/J J 2021-02-01  Female 1D Card Default G... _||ﬂ||_
] C/J M 2021-02-01  Female 1D Card Default G... _ml_
D] C/J AY 2021-02-01  Female 1D Card Default G... _ml_

Click “Custom” to customize the target display information.
Click “Change group” to change the group.

6.2 Sync Records

Click Home->People Management->Sync Records to go to the following interface.
You can view the sync records or bind the camera to the group or people.

»  Binding the group to the device

Put the cursor on the group name and then will be shown. Click it to bind the camera.
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People Management ‘ Sync Records Visitor Record Task

People o Access Point(6) Device Name | All

Target Permission

Person List -~
2 AY
2 4 [ default area
- LM .
Device Name
[J IP Camera01
[J 1P Camera02
Dirc
( S > < >

»  Binding the person to the device

Select the person’s name and then click “Synchronize to”. This will bring a window as follow. Select the camera and then click “OK”.

This personal information will be synchronized to the selected camera.

Person List E s
b Person permissions

2 AY

I (. O ceioutores 4 @ default area
im . > | _ S—
[ 1P Camera02 [ Device Name
B 1rc 2 1P Camera01

VIP List

Visitor List

Black List

TR

»  Binding the device to the group or person
Click the “Device” tag, select the device and then click “Synchronize to”. Select the group or person in the pop-up window.
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People Management Sync Records Visitor Record Task

ET— oo B e —

2 () default area

Q1
Device Name
5 IP Camerall » O viP » [ Employee
1P Camera0? . z a
& IPc » [ Black . a
/ B
<]
N > £ 3
o 30 3 B2

T

When the device is offline, the target synchronized to it cannot be deleted. Then you can go to the Sync Records interface to delete the

synchronization records and then delete the target.

People Management Sync Records Visitor Record Task
People Access Point(2) Device Name | All hd l Status | /

- |
Searchy Q ] J IP Camera01 Default Group Failure m
=- [l Default Group —

2 AY O J Device Name Default Group Success “M

6.3 Task Management

Set the face capture source, schedule and applicable scenario.

People Management  Sync Records  Visitor Record | Task

Please clear the data if you change the settings, otherwise the smart site’s data will be wrong _ “

e/Tc :
() 1 (Onfine/Total number:...
B Device Name [P Camera...
B Dovice Name_[P Camera...

T2 Face Surveillance, Face Greeting,Face Attenda... v Entrance

Empty Face Su

Face Capture by IPC: it is applicable to the face detection camera.
Face Match by IPC: it is applicable to the face recognition camera.
Note: Face recognition NVR, Temperature Reading Panel, Thermal network camera and IPC without face detection function cannot set

task here.

More parameters about face comparison can be set by clicking [Setup].
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Similarity
Similarity(%)

|75

Intelligent Server Setting

[ Enable face detection of the face recognition IPC

Intelligent Server

Send Captured Pictures to FTP
[0 Enable FTP

FTP Server Address |

FTP Server Port | 21

FTP File Path | /

O Anonymous

User Name | ‘ Password ‘ ‘

Similarity: Set the similarity of the face comparison.

Intelligent Server Setting: please check “Enable face detection of the face recognition IPC” as needed.

If checked, the intelligent server will get all face capture pictures of the IPC after you configure face comparison parameters and set the

schedule for the IPC. All these face snapshots can be searched in the Search interface (Home->Face Surveillance->Search).

If unchecked, the intelligent server will only get the matched face snapshots after you configure face comparison parameters and set the

schedule for the IPC. Only the face snapshots successfully matched with the face database can be searched in the Search interface

(Home—->Face Surveillance-> Search).

FTP Settings: Send the captured pictures to FTP. Please set the corresponding parameters according to your FTP server.
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7 Face Recognition Management

Before using intelligent functions, please confirm the default intelligent analysis server is online.
Go to Home->Resource Management->Intelligent Analysis Server. There is a default intelligent analysis server. Please make sure the

server is online.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type ~ Server Name IP Address Port Client Co... Authentic... Edit

Encoding Device (Online/Total numbe Intelligent Analysis Server 10.20.52.7 6069 Online Online C/J
Decoder (Online/Total number:0/0)

LED Display Device (Online/Total num
Intelligent Analysis Server (Online/Tote
Storage Server (Online/Total number:]
Media Transfer Server (Online/Total ni
Access Server (Online/Total number:0,
Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:]

7.1 Face Surveillance

7.1.1  Face Surveillance Settings

If it is the first use of face surveillance function, please configure it in the following order.

Create a group - Add targets to the group = Set task 2 Real-time View - Search faces

1.  Create a group, add targets to the group and set Task. Please refer to chapter 6 People Management for details.
2. For the added NVR with face recognition function please set the face comparison parameters by entering Resource

Management-> Device Setting interface. Refer to the following interface.

Add, Edit ar Delete Device | Davice Setting AreaSetting  Channel Group Setting

Encoding W Image Setting Stream Setting Mation Detection Mation Alarm Linkage Exception Detaction Preset Setting Cruise Setting Davice Lecal Record Face Comparison (4P

'-d 1 detault area IEJ Successhul Recognition v I | B Stranger Schedule | 24x7 v

@1

5 @ Device Name
W [P Camerall?
[P

o & [P Camera

= @ IP Camera

= % P Cameradl

=

El

B 20211191020, 75 |

i & [P Camera0?

2 BIPC

u P

5 )

Please select “Successful Recognition” or “Stranger” as needed and then set the schedule separately. After that, check the group and set the

similarity. Finally, save the settings by clicking [Apply].

If the face comparison settings cannot be set according to the above-mentioned way, you can log in the web client of the NVR and then

configure face recognition to realize the auto report of the face match result as shown below.
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Camera Name PC2333
Face Recognition LPR
Live Display Playback Search and Backup Intelligent Analysis Function Panel Detection Detection ey
Face Database Plate Database #

Function Panel » Face Recognition

_E& Event Notification

Enable M Successful Recognition [ Stranger
Camera Name 1PC2333 ~ 9 9

Parameter Settings Su ul R tion Stranger

Face Recogpniti LPR

Detection Recogpnition Face Group 01;

Detection Rect

T AlEvent Face Database #b Plate Database &hedule - 4] schedle Management |

Face Recognition|LPR|

People/Vehicle Perimeter|More O Stranger Text Prompt ]

Successful Recognition Stranger

[J Enable alarm output pulse(Access Control)

3}’ General Event
nls Face Group Similarity (%) © [ Trigger General REGVCN Configure A
o1 s J ] O Push ‘ 1PC2333

Exceplion Detection Priset Setting ace Fa 4
1 default area Hold Time: (5) st
(AR Save source infor DN v
e I Save face information | ON b
W 1P Camera2 snapshot Interval AV
[P Snapshol number
2% 1P Camora aca axposine - 50y
@ @ 1P Camera S =
= 1P Camera0l
& 1P Camoeral?
& Ipc
= &P
= & iR EE )
—
O Display Max [ Display Min
¥ 50 o
M
7.1.2 Real-Time View
If the IPC supports face detection, you will view the face capture picture.
The screen display mode: 1/4/9/16 can be selected.
Image Search by F Search €
Pass- Face Match(Today): 340 Stranger: 339

(2 default area [Online/Total n...
G 1 (Online/Total number:...
B Device Name [P Camera...
B Device Name [P Camera..

Face Comparison

W Davice Name_ [P01 Lib Name:
B 1P Cameralll Temparature: -
Mask Sta

W [P Camera02
W [P Camera
W [P Camera

LRI
L sl it v ]

evice Name P Came

Temperature: -
Mask Status; -

Mask Status: -
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If the added Al camera/panel supports temperature measurement and mask detection, you will see the detailed face match information,

including mask status, body temperature, snapshot camera, snapshot time, etc.

Click the * button on the top left corner of the captured face picture to add the face picture to the library quickly; click the Ql button
to enter the Search by Face interface quickly.

Add to Group x
Q Name: L Birthday: 2021-02-02 =1
= Default Group e
Gender: Male e Country:
Province: City:
Work type: | Work ID:
IDType: | ID Card ~ Telephone:
1D NO:
Remark: |
The default is the device bound to the target distribution Group [|
[
Q) Mask SI@ Temper@
VIP List
Time:01-26 10:10:43 Visitor List 2
Channel:IPC BlackList v | n m

Put the cursor on the captured picture and then click [ to quickly download the captured picture.

Put the cursor on the captured picture and then click __ to quickly search images by this picture.

Real-time Momitoring Image Search by Face Search Configuration
Face Recognition NVR R
" Q Track List View Track Map Display
ER ¥ default area i
@m1 ;
& 2 Device Name
o 1 2021-01-26 08:39:37 Device Mame_IP Camera0l 45% ®
o 2 2021-01-26 08:39:38 Device Name [P Camera0l 33% - )
B
o 3 2021-01-26 08:39:40 Device Name_IP Camera01 49% I ®
Select Image 0 4 2021-01-26 0B:44:46 Device Name IP Camera0l 35% . )
] 5 2021-01-26 08:45:37 Device Name. P Camera01 3% l ®
o & 2021-01-26 085227 Device Mame_IP Camera0l 48% ' ®
Start Time
b Tiirie e =] o 7 2021-01-26 08:54:48 Device Name. IP Camera01 45% O]
Max. Number 100 ~
b3 »

Similarity(3) - 33

The right panel of the real-time view interface is face match result area.
Click it to view the matched details.

31



Verified Target Info x

Alarm Source: Device Name_IP Camera0l Alarm Time: 2021-01-26 10:17:49

¥ People Man

Name| 33 Gender | Male
Birthday Lib Name
ID Type | ID Card
ID No.
Work ID

Remark

Cancel

F_"

Click 0L, to clear all face match result.

r_ A

Click -Qsa to hide the unmatched result.

7.1.3  Search Snapshots and Comparison Result

(@ Go to Face Recognition - Search interface.
@ Select the IPC and picture source.
(3 Select the captured match pictures from intelligent server or face recognition NVR.

(@ Set the start and end time and then click [Search] to search the face pictures.

Real-time Maonitaring Image Search by Face Search Configuration

Search Snapshot Search Comparison Result

Menitoring Paint = TS
I Q
o [0 () default area (Onfine/Tol...
[ &1 1 {Online/Total numb...
(] @ Device Name [P Cam...
) m Device Name_IPO1
(] e Device Name_ IPC
(O = 1P Camerall
(] W 1P Camera2
[ 1P Cameral?
(2w  Camera
o [P
O jpc

Intelligent Server ~ |

Start Time | 2021-02-02 00:00:00 |-

End Time | 2021.02-02 23:59:58 |2+

Put the cursor on the captured picture and then some shortcut buttons will be displayed.
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1P Eﬁameraﬂl
2021-01-26 10:14:55

Click + to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
add.

Put the cursor on the captured picture and then click _— to quickly search images by this picture.
Put the cursor on the captured picture and then click & to quickly download the captured picture.

»  Search Comparison Result

Only the match results from the intelligent server can be searched.

Real-time Monitoring Image Search by Face Search Canfiguration

Search Snapshot search Comparison Result

Monitoring Point

Export CurPage

[sea Q
2 @) default area (Online/Total n...
1 1 (@nfine/Total number:..,
B Device Name P Camera...
W Device Name_IP Camera..,
B Device Name_IP01
B Dovico Name 1PC

IP Camerall Drevice name: [# Camerall

Time: 02-02 0%:23:04
W [P Camera02 TargetNarme: M
W [P Camera0? Lik Narme: Default Group
B [P Camera L ki
- Mask Status: -
IPC IO NG -
B IPC Wark 10
Remaric
mateh type- " [All Types ~]

Start Time | 2021-02-02 00:00:00 -
End Time | 2021-02-02 23:59:59 {5

Total 1 entries Per P

7.1.4  Search Image by Image

This function is only available for the NVR with face recognition function.

(D Set the schedule and make sure all channels can be recorded normally.

Record Playback
Record Setting Schedule Setting

Record Playback By Time Slice | By Event m|
“» ByTag Backup | Search Picture 4 R -
. i Qll
Becord Setting | Schedule Setting = m IDHh MName_IF Camera0l
Device Name_ [P Cameral2  Main Stream  OFF Open o (]

(@ Select a picture and picture source.

(3 Set the start time and the end time.

@ Set the maximum count and similarity.
® Click [Search] .
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Real-time Momitoring Image Search by Face Search Configuration
Face Recognition NVR Search Result
¥ Q Track List View Track Map Display
B8 % default area ] L
[ NARS
& 2 Device Name
o 1 2021-01-26 08:39:37 Device Name._IP Camera0l 45% ®
o 2 2021-01-26 08:39:38 Device Name_[P Camerall 33%
@ 3 2021-01-26 08:3%:40 Device Name.IP Camera0l 49% ®
Select lmage 0 4 2021-01-26 0B:44:46 Device Name IP Camera0l 35% )
] 5 2021-01-26 08:45:37 Device Name. P Camera01 7% ®
(&} 6 2021-01-26 DE52:27 Device Name._IP Camera0l 48% ®
StartTime | 2021-01-26 00:00:00 |5
EndTime | 2021.01-262359.59 o 7 2021-01-26 08:54:48 Device Name_IP Camera0i 45% O]
Max. Number | 100 o
£ »
Similarity(3%) -

—
em [ reverse | cear |

Click ® to play the record in a small window.

®  E-Map Track View:

Create an E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.

E-Map Setting %
Map Management @ m

Sensor

8 &1
Map Name
ParentMap | & Map v
Map Type @ Google Map O Picture Map
Search

bermall

o

)

|||||||HH| H
o i
[T W
e §

gt

Device Name_IPC 3 5
5 H

~ D2y, |

— B 8
i
g
—
! = |
Monitoring Point L o -+ [
- 0 —0

Play Track Line:
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Real-time Monitoring | Image Search by Face

Face Recognition NVR ~
Q

& @ () default area

Search Result

Map

Select Image

2021-01-26 00:00:00 =
2021-01-26 235959 =

Start Time
End Time
Max. Number | 100

Similarity(%) . i

Search

Track List View

Configuration

Track Map Display

Playback by Tracks

Real-time Monitoring

Image Search by Face

Face Recognition NVR

Track Li

© [ default area Vi

Select Image

[ 2021-01-26 00:00:00 ]
[2021-01-26 23:59:50 | =]

Start Time
End Time
Max. Number | 100

Similarity(%) . 43 |

Search  Configuration

| Search Result

st View  Track Map Display

Playback by Tracks

|

Playback

7.1.5  Other Settings

®  Pop-up Window Setting

Real-time Monitoring

Image Search by Face

Search

Black list O Pop up
White list O Pop up
Stranger O Pop up

Duration Time of VIP
[ Pass-by(Today)
@ Face Match(Today)

® Don't pop up

® Don't pop up

® Don't pop up
® Always show

O Automatically hide

& Abnormal Temp & Mask Off

4 BlackList

& Stranger

Configuration

O Automatically hide

O Automatically hide

In this interface, you can choose whether to pop up the alarm window when the camera detects a stranger or the person blacklisted or white

listed. Additionally, you can choose the duration time of VIP Box(s).
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Total Pass-by (Today)/Abnormal Temp/Mask Off/Face Match(Today)/Blacklist/Stranger: If enabled, the statistical information will be

shown on the real-time view interface.

Sing Image Search by Configuration

Face Comparison -El]': :ﬁ):

Face Comparison Alarm
Blacklist Stranger

®  Face comparison alarm setting:

If “Blacklist / Stranger alarm” is selected, the alarm information will be shown on the real-time alarm list (see the following picture) or it

can be searched from the alarm log.

Device Alarm Motion Detection Sensor Alarm Offline Alarm Server Alarm Alarm task Unhandled alarm items:1000+ %

Alarm Time Alarm Source Alarm Type Storage Playback Device Playback Storage Snaps|
2021-01-26 11:45:58 Device Name_IP Camera01 Monitoring Point-stranger alarm ®
2021-01-26 11:45:59 Device Name_IP Camera0l Monitoring Point-Face Comparison @
2021-01-26 11:45:55 Device Name_IP Camera01 Monitoring Point-stranger alarm @
2021-01-26 11:45:56 Device Name_IP Camera0l Monitoring Point-Face Comparison ®
~

7.2 Face Greeting

Face Greeting: After successful face comparison, the words/voice of welcome will be heard by the guests and their photos will be shown
on the screen.

Click “Face Greeting” to go to the face greeting interface. The setting steps are as follows:

@ Create a VIP group and add targets for this group in the VIP list interface. Then bind the VIP person and the camera. The setting
details are similar to adding targets to the person list. See chapter 6 for details.

Note: the camera for face greeting must support face recognition function, such as face recognition and access control panel, face

recognition camera and so on.
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People Management Sync Records Visitor Record Task

3

Person List VIP List Visitor List BlackList

—
[ i - it
Q Delete ( Add ) Clear Al Targets Change group

X
2 BN, -3

—. Name: 4 Birthday: 2021-02-02
L Gender: Female ~ VIP Level: General ~
Regdate: 2021-02-02 Telephone:
Country: Province:
ID Type: ID Card v City:
ID NO:
Remark:

The default is the device bound to the target distribution Group [Default Group]

m Cancel

@  Select the schedule, face match type in the Task interface of the people management (See 6.3 for details).
®  Set camera deployment. Drag the camera name to the preview window. When there are targets detected, the match result will be

displayed on the right panel.

[ default area (Ondine/Total n..
21| e/ Total numboer...
& Mame_IP Camera..

B Device Name [P Camera..

B 1P Camera

i 1PC

P

@  View the match result of the greeting screen. Click the “Display Setting” tab to set the sub screen (greeting screen).
In this interface, greeting screen background style, screen display mode, VIP box style, face greeting language and so on can be set up.
Select the sub-screen display channel: double clicking on the sub-screen box as shown below displays a camera selection box. Choose the

desired cameras and then click [OK] to save the settings. Multiple cameras can be selected at a time.
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Camera Deployment VIP Search Display Setting

‘ace Greeting Sub-screen Settings:
Greeting Screen Background Style‘ Video M | Screen Display Mode‘ 1 v ‘

Voice Broadcast@

Voice Play Order| Welcome voice + Guest name

Greeting Language| Welcome
Birthday Greetings| Happy birthday!
Max. Number of VIP Box (1-5)| 3
Duration Time of VIP Box (s)| 5

Loop Playback(d

Single VIP Cycle Time(s)| 20

Single VIP Box Size (ranges from

10% to 99%) &l

Link Camera to Sub-screen

Double click to select or change cifani

Double click here

Select Camera X

Selectable Device Selected Device

4 NVR

[ 196A2_102A1

0 196A2 247

[ 196A2 248

0 196A2 34

[ 196A2 5138

196A2_76

e

O 19642 82
/ 0 196A2 88

M an ananmm iRV

Greeting Screen Background Style: three options: Video, Background Picture and Pure Color Background

Screen Mode: 1/4/9/16 screen display mode can be selected.
VIP Box Style: with borders or pure image.

Voice Broadcast: if enabled, the welcome voice will be broadcasted when the VIP person is successfully recognized.

Voice Play Order: choose which one to broadcast first between welcome voice and guest name

Face Greeting Language: please enter the content as needed.
Max. Number of VIP Box: up to 5 boxes.

Duration Time of VIP Box: set the duration time of VIP box appearing after the captured face is matched successfully.

Loop Playback: if enabled, the VIP name will be broadcasted in a loop.
Single VIP Cycle Time: set the time of the single VIP name broadcasted.

Single VIP Box Size: set the percentage of VIP box size occupying the entire screen.

10/09/2019 12:53:58

Project onto Screen 1
Close the Sub-screen

Close Channel

®

Search the face greeting records. Click “VIP Search” tab as shown below.
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2 B st (20710202 00 End Time. | 2021.02.03 73585
i VIP Group
[0 Mame Gender VIP Level Reqgdate Telephane Tirme Manitoring Point Temperature Mlask Status Picture Play|
1 4 Female Goneral 2021-02-02 2021-02-02 15:29:44 1PC 36.67C Mastk On
2 4 Female General 2021-02-02 2021-02-02 15:29:43 IPC Mack On

4 Female General H021-02-02 2021-02-02 15:2%16 IPC Mask On

951D

You can enter the key word to search the target or manually select the target from the library. Then set the start time and the end time and

click “Search” to search the record. The detailed information of this target will be shown. Click to play the record.

7.3 Face Attendance

The attendance records of the employees can be viewed and traced after adding the persons to the person list and setting the attendance
rules.
Flow Chart:

Attendance Period Settingl

Search Attendance Records

Attendance Shift Setting | =

Add attendance groups and targets |:> Set attendance rules

Personnel Scheduling I

ttendance Handling I

7.3.1 Add Attendance Group and Targets

1.  Create an attendance group and add targets for this group in the person list interface. Then bind the person and the attendance camera.
See chapter 6 for details.

Note: the attendance camera must support face recognition function, such as face recognition and access control panel, face recognition
camera and so on.

2. Configure the schedule and face match way of the camera. See 6.3 Task Management for details.

7.3.2  Set Attendance Rules

Go to the Working Day Setting interface to set different attendance rules. The system will compare the pre-defined attendance time and the
actual attendance time and trigger alarms when an exception attendance event occurs. The attendance rule settings include basic
configuration, attendance period setting, attendance shift, personnel scheduling and attendance handling.

1.  Attendance Period Settings
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Camera Deployment Working Day Setting Attendance record Statistics
Basic configuration Attendance od .
N Basic setup:
Attendance period Add Q
- Period: | 9.00-18:00
Attendance shift W v T T :
- 1] Period Edit Delete ;
Personnel scheduling Time setup:
O 9001800 £ i

Attendance handiing

Start-work time: Valid checkc-in:| 07:30 S 10230

End-work time:| 18:00 Valid check-out:| 16:30 - 19:30

Waerk hours: hours
Over: | 20 minule is late Late over: | 40 minute is absent
Advance: | 20 | minulte is leave early Leave early over: | 40 minute is absent

Overtime setup:

Later than End-Work Time for: | 0.8 = hour(s) is
Later than End-Work Time for: | 1.0 = hour(s) is
Later than End-Work Time for; | 1.2 = hour(s) is
] Dinner time; Mins

Save Cancel

If a company has different working time for different employees, you can add different attendance rules.

Click [Add] to set the detailed attendance rule. After that, click [Save] to save the settings.

Basic Setup: set the normal working period.

Start-work time: the normal start-work time

End-work time: the normal end-work time

Valid check-in: Set the valid check-in period. If the employees check in before/after this period, the check-in will be invalid and will be
regarded as “Not check-in”.

Work hours: automatically calculate according to the start-work and end-work time.

©)

Clicking on displays another timetable. You can set the detailed rules for work time.
Time setup:

Start-work time: | 09:00 Valid check-in: | 07:30 -1 09:30 Must check in
End-work time: | 12:00 Valid check-out: 11:59 - 13:01 (3 Must check out
Work hours: hours /
Start-work time: | 09:00 Valid check-in: | 07:30 - 10:30 [ Must check in
End-work time: | 18:00 Valid check-out:  16:30 -|19:30 Must check out @
Work hours: hours

Must check-in/out: “Must check in” next to the first valid check-in period and “Must check out” next to the last valid check-out period are
checked by default. That is to say, in the first check-in period, the employees must check in; in the last check-out period, the employees
must check out. During the period that “Must check in/out” is not checked, the employees don’t check in/out, who will not be regarded

as “Not check in/out” or “Absent”.

Allow Late/Leave Early:
Over xx min is late: set the allowable minutes for late. If the employees check in within the period after the start-work time, the status will
be “Normal”.

Advance xx min is leave early: set the allowable minutes for leave early. If the employees check out within the period before the
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For example: The start-work time is set as 09:00, and the late allowable duration is 20 minutes. If the employee checks in at 9:15, the

end-work time, the status will be “Normal”.

attendance status will be “Normal”.

Absent:

Late over xx min is absent: if the employees checking in later than this time will be marked as “Absent”. For example: The start-work
time is set as 09:00, and the absent allowable duration is 40 minutes. If the employee checks in at 9:45, the attendance status will be
“absent”.

Leave early over xx min is absent: if the employees checking out earlier than this time will be marked as “Absent”. For example: The
end-work time is set as 18:00, and the absent allowable duration is 40 minutes. If the employee checks out at 17:19, the attendance status

will be “absent”.

Overtime setup: there are three overtime levels. Please set as needed.
Dinner time: if checked, the system will automatically deduct the dinner time from the overtime. The overtime level depends on the time

duration after deducting the dinner time.

2. Attendance Shift Settings

Attendance Shift: The employees shall perform their duties according to the shift schedule.

Click [Add] to set the shift name and shift schedule.

Shift cycle can be set by day, week or month. The schedule will automatically repeat according to the set day(s), week(s) or month(s).
Day: You can customize the attendance period of each day. The number of days should be between 1 and 31.

Week: The schedule will repeat every 7/14/21/28/35 days based on the week.

Month: You can customize the attendance period of each month.

Camera Deployment Working Day Setting Attendance record Statistics
Basic configuration Shift
Attendance period Add Q Shift name: 1
Attendance shift v . S ———
(] Shift name Edit Delet: il G ‘27\4 ‘7\‘\’9“ v
Personnel scheduling
Attendance handling 0O Day No. Tirfne period w
5 Fri. 9:00-18:00
6 Sat. 9:00-18:00
7 Sun. Rest
8 Meon. 9:00-18:00
9 Tue. 9:00-18:00
10 Wed. 9:00-18:00
11 Thu. 9:00-18:00
12 Fri. 9:00-18:00
13 Sat. Rest
14 sun. Rest Y

After you set the shift schedule, click [Save] to save the settings.
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3. Personnel Scheduling

You can set different schedule for different attendance groups or employees.

Camera Deployment Working Day Setling Attendance record Statistics

Basic configuration Staff List m

Attendance period Saarch Q
Attendance shift

@l

Dafaull Groun <
: Group scheduling

Pérsurlllel sl.he-dhéng i 2 Ay

Attendance handling 2]
M

shift '-U_.:}' 3 4 5 &
Start Time | 2021-02-02 =]
End Time | 2021-02-02 .,.

e i7 18 19 0

i ovennn o [ (D

21 22 23 4 il i) 27

28

Select the attendance group or employee and then click [Scheduling] to select the shift and schedule start time and end time. Finally, click
[OK] to save the settings.

If the schedule for the attendance group or the employee needs to modify, select the group or person, click [Delete the scheduling] to delete
the current schedule.

4.  Attendance Handling

If someone needs to apply for leave or correct the check-in/out record, you can enter the attendance handling interface to set up.

Leave/Business-Trip Settings:

Select the employee who want to apply for leave or do business trip.
Click [Leave/Business-trip].

Select the date the employee wants to apply for leave or do business trip.
Select the type, sub type, leave time and remark.

Click [OK] to save the settings.

@®e e e

- click it to set the sub type of leave or business trip.

Staff List

& [ Default Group
X Ay
L 3
iMm

Cancel Leave/Business-Trip:
When the leave or business-trip cancels, you can go to the attendance handling interface to cancel it.
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1. Select the person you want to cancel the leave/business-trip and then a timetable will display.

2. Clicking on the Leave/business trip tag will display a Leave/business-trip detail box.

3. Move the slide bar to the right as shown below. Click w to cancel this item.

Leave/Business-trip detail X

Sick leave admin @ @

In addition, you can also correct check-in/out time for the exceptional records according to actual needs.

7.3.3 Search Attendance Record

You can search the desired attendance records to view the employee’s attendance status by filtering the conditions, such as attendance

group, name, etc.

1.  Click Home—>Face Attendance—> Attendance Record to go to the following interface.
Set the search conditions, such as time, group, name, attendance status (abnormal, overtime, business-trip, etc.).

3. Click [Search] to filter the attendance records.

Camera Deployment Waorking Day Setting Attendance record Statistics

Time | 20210201 [+ [2021-02 0 = Group | W Default Group v | Mame |4 B s | [ custom export | calcutation |
Search Q
5 B Detaht G o Attendance detail Abnormal Overtime Business-trip Leave Paid leave Detail o check-injout record/No : Tecord @
(LAY : B = L
£ N 2021-02:05 09:00c..  2021-02-05 18:00:00 Defaull Group 0472 4 admin

M
= [ Delete Employes Group

The attendance detail of each day, abnormal status, overtime and so on can be displayed.
Click [Custom export] to export an Excel of the attendance result. These exporting items can be customized as needed.

Custom export x

Path \

Format

Ttems Select All Reverse Clear All
Time Group
Work ID Name
Attendance points ¥ Temperature
Mask
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7.3.4 Real-time View

Click Home->Face Attendance->Camera Deployment to go to the following interface.

Drag the attendance camera to the preview window. Then you will see the live video. The face match result will be displayed on the right
of the interface.

Note: The compared person in attendance system shall be added in the person list in advance. One person only can be added in one group.

If this person also be added in other groups (like VIP list), the comparison result will not be obtained.

View the match result of the sub-screen:

@  Click Face Attendance->Working Day Setting=>Basic Configuration.

@ Double clicking on the box displays a camera selection box. Select the desired camera and then click [OK] to save the setting.

Double click to select aor change char — !

Selectable Device Selected Device
4 NVR

Screen 1 » ;

z 196A2 102A1 [>]
196A2 247
196A2_248
196A2_34

the er " d f .

the gur 196A2 5138
196A2 76

'

19642 82 <]
196A2 B&

Cor e

(® Click Face Attendance->Camera Deployment. In the camera deployment interface, right click on the screen to select “Project onto”
to select sub screen. Then you will see the face display on the sub screen as shown on the below.
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08/2172019 17:15:08 ﬁ' o I
oOR
Screen 1 ! : @

$ f - IS .
20
- -
-~

10/09/2019 12:53:58

7.3.5  Statistics of Attendance Data

In the statistics interface of Face Attendance, you can view the attendance data in the form of chart.

User Manual

LCamera l'L-|!'l_‘.'\'ﬂ'l-I‘.| L'-'-_‘I'»:il\\_: Day ‘:\""l!\{; Attendance record Statistics
Group | I Al | Granutarity | Group | [ week [Month] vear | Time | 20210201 =] 20210202 |2
ate ] P Absen —~
~
D) o 0 B o @ o
. >

All department

Granularity: Group or human can be selected. If Group is selected, the attendance data of each group (department) can be viewed.
If Human is selected, the attendance data of the employees in the group (department) can be viewed.

You can quickly view the attendance data by week/month/year and also can view the attendance data in a specified period.

7.4 Smart Site View

In the home page, click “View” and select “Change to Smart Site Page”.
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Change to SmartS&‘[‘e page

Smart Site View settings:

1.  Click Home—>People Management—>Task to go to set the entrance/exit as needed.

Pl he data il you change the setings, oth s the smart site's dal
G default area (Online/Tatal n... Monitoring Point  Face Capture Source Schedule ot Applicable Scenario ~ Entrance and Exit Settings
£ 1 (Online/Total number:... = - -
& z IP Camerall Face Match by IPC 724 Face Surveillance Face Greeting, Face Attenda...
B Device Name 1P Camera...

B Device Name_[P Camera...
B Device Name_[POL

B [P Camera02

2. Set the face capture source and schedule.
3. Select face attendance in the applicable scenario column.
4.  Click [Apply] to save the setting.
When the face comparison result generates and the Entrance is selected, the attendance record will display on the home page and the

number of people on site will change.

. N . N mr . N

Total number of workers Today's attendance Number of people on site Number of pgople leaving

13 1

a B
. N

Latest punch T ’?Dtal number of workers: 13 Today's attendance: 0

- B

e
. W

Department umber of people on site: 0 Number of people leaving: 0

Image 0 Image 0
Work type:
1_dep a 1_dep 0

Status:

Punch time:

d L
The descriptions of the buttons on the lower left corner

E: Click it to change the library.

5
=

iLh

. Click it to display full screen.

ﬂ: Click it to enter the staff management interface
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7.5 Smart View

In the home page, click “View” and select “Change to Smart View Page”.

Name:
Snap D acial ipc

Album

Similarity:Unmatched

In this page, you can view the statistics of smart events, such as license plate recognition, face

2020-05-20 15
Name
Snap Device:facial ipc
Album

Similarity:Unmatched

ar

l "
Name
Snap Device:facial ipc

Album:

Similarity:Unmatched

counting. Click - to enter the corresponding intelligent analysis configuration interface.

Similarity:Unmatched

User Manual

Similarity:Un

-

recognition, line crossing human/vehicle
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8 Live View

8.1 Live View

Go to Home—>Video Preview interface as shown below.

o Q dl.!dull area {Online/Total n..
11 f(]n|II'|P.|"I mal number:..

¢ Dovice Name [P Camera.
B Device Name P01
B Device Name_PC
W IP Camera0l

W 1P Camera(i2

W 1P Camerall?

W [P Camera

- PC

W PC

04-‘@. Qa-a_“g'( IF Camera0
Start Talkback

Start Channel Talkback

L DEEEEERDEDIRIER) =) s

The descriptions of the live view buttons are as follows.

EJE E EE_ A ]I [:l fi:l) VA Se![ adaptive Stream \.4‘
1 e 3 % B & 7 8 9
\[o} Description \[o} Description
1 Screen display mode 6 Show the smart event detection area
2 Full screen 7 Close all videos
3 Enable/disable OSD 8 Save the current view mode
4 Enable/disable broadcast 9 Choose the camera stream
5 Manual alarm output 10 Show smart snapshot

Channel stream: main stream, sub stream, third stream and self-adaptive stream can be optional. When the third stream is selected, the

system will automatically switch to sub stream if the channel/camera doesn’t support the third stream.

Toolbar on the display window:
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Button Description Button Description
Close image 3D zoomin
E] Start/stop recording m Zoom in
m Enable/disable audio m Zoom out
@ Snapshot Eﬂ Fit to window
= PTZ control Enable/disable talkback
Monitoring point setting (camera setting)

Right-click button function:

Menu Description Menu Description
Close . .
Close image Snapshot Capture images
Channel
. Start .
Start Record | Start/stop recording Enable/disable talkback
Talkback
Instant L . . Channel Display channel name, IP address and the
Click it to play back immediately
Playback Info. current stream
Audio ON Enable/disable audio Stream Choose video stream
PTZ Control | Click it to show PTZ control panel Full Screen | Display image in full screen

4:3/16:9/Original Size/Full Screen: screen display proportion; please select it as needed.
Note: the platform only can enable audio of one window. If the audio is enabled in one window, the audio in previous window will be
disabled.

8.1.1 Monitoring Point View

® Start View
To start live view, please drag cameras from the list to the right display window or select a window and then double click the camera.

The image can be dragged to any window at random.

Mnnllmiqg;?ﬂ&

B8 G default area (Online/Total number:2/2)
= [P Camera0l
[ ip13

BOo¢«RO®OAHY ®

49



® Stop View

@ Place the cursor on the live view window to display the menu toolbar and then click to stop viewing.
@ Right click on the live view window and then select “Close Channel” to stop viewing.

® Click on the toolbar of the live view interface to stop all live view.

® Smart Snapshot

In the video preview interface, drag the Al IPC to the preview window and then click . This will bring a smart snapshot list on the

right panel. The captured people/motor vehicle/non-motor vehicle picture will display in real time.

Note: Only when the Al IPC with human/vehicle classification function enables the corresponding smart event, such as line crossing,

region intrusion/entering/exiting, target counting can smart snapshots be displayed. Please go to Home->Resource Management->Device

Setting interface to enable the corresponding smart event and check the detection target as shown below.

Ak, Edit or Delele Device Device Setting Area Setting Channel Group Setting

| Mation Detection Mation Alarm Linkage Line Crossing Detection Intrusion [Exception Detection Privacy Mask Setting

ROl Setting  Target Counting

| Qj
& d{:""“" ik Alarm Holding Time | 20 v lsec
(AT

B # Device Name L Save Panaramic Picture

{1 Camera0l (2 Save Target Cutout

B [P Cameral?

P01 Detection Target :

- ec @ Motor Vehi Sensitivity Detection . 0
- {# IP Camera B Human  Sensitivity Detection . B0
F £ 1P Camera0l I Non-motor Sensitivity Detection - B0
B £ 1P Camera02

1P Cameral2

o @ 1P Camerali
= #IPC IF Camnerafl
o % IPC

| B Enable Intrusion Detection |

Alert Area | 1 w

After that, you will see the smart snapshots as shown below.

Q s -+ e
B (@) default area (Online/Total n... 1 ?
) 1 (Online/Total number:...
B Device Name_IP Camera...
B Device Name_IP Camera...
B Device Name_[PO1
B Device Name_IPC
B [P Camera01
W 1P Camera(02
M [P Camera07
B P Camera
W IPC
B [PC

SR ln o cnsanaH Y O

1P Camera

B o] [ Gl | el-adapte tram v |

16:32:38
Motor Vehicle

R

| MZ-251PE-4(R)
163214

Non-motor Vehicl

OR

MZ-25IPE-4(IR)
16:31:56

Non-motor Vehicl

OR

MZ-25IPE-40R)
1531490
Nen-motor Vehicl

R

MZ-25IPE-40H)
16:31:26
Mator Vehicle

OR

MZ.-25IPE-4(IR)
16:31:14
Motor Vehicle

108

Click the E button of the captured picture to view the snapshot detail as shown below.
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Target Picture Original image

Channel name: MZ-25IPE-A(IR)

Target Type: Motor Vehicle

Capture Time: 2021-02-03 16:32:38

Playback ()

In the above interface, click the play button to enter the storage playback interface to play the video.

Note: the record schedule shall be enabled in advance or no recorded video can be played.

Record Setling

Schedule Setting

storage Pliyback M |Device Name_IP Camera0l.  Main Stream | OFf v |open o
i OFF
MOMPIW“W/ Device Name_IP Camera02 .Mamsmam b |0p|n ]
2 i | Gz carch Pouwe |Device Name_IPO1 Main Stream Open o
Schedule Setting l 5224
Device Name IPC Main Stream _ GFF Open ]

8.1.2 Channel Group View

» Channel Group Setting
@  Go to Home-> Channel Group Setting interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting

Channel Group Setting

Add Channel Group

Channel Group Name|

Keyboard Number | 4

Dwell Time ’ 5Sec

Parent Channel Group’

4 7] default area

@’ Camera

(J 1P Camera01

[J 1P Camera02

>

<

)J (] default area

[JIP Camera

3

Q| select All Reverse Clear Al

Cancel
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Click [Add].
Enter channel group name, channel group and dwell time.
Select the parent channel group.

©® e

Add channels to the channel group. Check the desired channels and click to add channels; choose the selected channel and
click to remove those channels; Click to add all channels; click to remove all selected channels. You can also enter the key
words to search the channels and then select them.

®  Click [OK] to save the settings.

» Start Channel Group View

After the channel group is set successfully (See Channel Group Setting), go to live view interface as shown below.

2021/02/7/03 16:36:49

Channel Group

= T
B [P Camera07
B 11

@ [P Camera07
B84 IP Camera

IP Camera0?

You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name or dragging the channel group to a window to play all channels in the group.

2. In the current screen display mode, select a window and then click beside the channel group name to play all channels of the
channel group in this window in sequence.

If there is only one sub channel group under the parent group, select a window and then click next to the parent group name to play
all channels in the parent group and the sub channel group in the window in sequence.

Select a window and click next to the sub channel group to play all channels of the sub channel group in this window in sequence.

3. If there are several sub channel groups under the parent channel group, click next to the parent group name and then all sub
channel groups will play in sequence. The screen display mode will automatically adapt to the channels of the sub group.
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IP Cameral?
ARl
B [P Camerald
1P Camera
- B2
B 1P Camerall

1L mE

IP Camenal ¥

Click E to play the previous sub channel group; click E to play next sub channel group; click m to stop auto switch among

the sub channel groups.

» Stop Channel Group View

@  Place the cursor on the auto-switch window and then click to stop viewing.

(@ Right click the auto-switch window and then click “Close Channel” to stop viewing.
® Click on the toolbar of the live view interface to stop all live view.

8.1.3 Plan View

In the live view interface, select “View” on the left menu bar.
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A \ -
] 123456
: - [
Create View EodvEWLT )
Create View
Modify View Save View
Delete View Modify View
Delete View

® Add View Plan

@ Right click “Live View 1” and then select “Create View” or click . to add a new view plan. Clicking “Create View” to prompt an

adding view window. Enter the view name and click [OK] to set view plan.

(@ Select screen display mode and then drag monitoring points or channel group to each window.

® Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan
Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the

view plan.

® Start/stop auto-switch

If multiple view plans saved, you can play these views in sequence.

IP Cameran?

Enter the dwell time (5~3600s) and then click [Start auto-switch] to play these views in sequence. Stop the current auto-switch by clicking

[Stop auto-switch].
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8.2 Multi-Screen View

User Manual

In the video preview interface, multi-screen view can be realized by holding a tab and dragging it to other monitors (graphics card should

support multi-screen output at the same time).

B Device Name [P Camera.
W Device Name_[PO1
W Device Name [PC
W [P Camera0l
W [P Camera02
W P Camerad’
W P Camera
i IPC
™ JPC
Tim W MZ-25IPE-4(IR)

[ 13 Self-adaptive Stream | e

Click - on the float window and select “Return to Main Window” to embed this tab in the main interface.

Return to Main Window

8.3 PTZ Control

mHelp = O x

Resource Iree aul

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset, track and

cruise can be controlled through PTZ control panel.
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BO<¢Ena

8.4 Instant Playback

! 16:9

B ~ Full Screen

Q ax U] } Audio On

03720211 17: 16221
4:3

Original Size

Close Channel
Start Record

Instant Playback

Snapshot
Start Talkback
Start Channel Talkback
Main Stream
¥ Sub Stream
Channel Info

Full Screen

PTZ Speed: Slow ~® Fast

No. Preset Na... Call ...

In the live view interface, right clik on a playing channel to select “Instant Playback™ and then set the playback time to play the record

instantly (the record of the channel in the past five minutes will be searched and played from that time when the record exists).

Bo¢tn®AQAAKY ¥

= ’ 16:9
Original Size
P~ Full Screen
Close Channel

Start Record

= | Instant Playback

Audio On
Snapshot
PTZ Control
Start Talkback
Start Channel Talkback
Main Stream
* Sub Stream
Channel Info

Full Screen

30s ago
1min ago
3mins ago

Smins ago

« from storage server

from network device
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9 Record & Playback

9.1 Record Configuration

This device supports many recording types, such as manual recording, schedule recording,
etc.

9.1.1 Schedule Recording

Go to Home->*“Record Setting”.

motion alarm recording, smart alarm recording,

Record Setting Schedule Setting
& Device name Stream Type  Record Schedule ¥ Audic “ Recording Before Alarm(Sec) v After Alarm Time(Sec) Vv
Q *Device Name IP Camera01 Main Stream | 7*24 Open 0 60
a default area
@ Device Name_IP Camera02  Main Stream OFF ~ |Open 0 60
Device Name_IPO1 Main Stream Open 0 60
) ) 7%24
Device Name_IPC Main Stream o Open 0 60
ID hdnin Ci, et L n on

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] to save the settings.

® To set schedule:

® Click the “Schedule Setting” tab to go to the following interface.

Record Setting Schedule Setting

[J Schedule Name Edit Delete
7*24
O 5424 4 M

@  Click [Add].
(®  Enter the schedule name.

@  Set the schedule. Click u and then move the cursor to select the time; click g

and then move the cursor to delete the selected

time. Click “Input Manually” to manually enter the time. Click “All” or “Reverse” to quickly select time. Click “Clear All” to clear all

schedule.

57




X E

Modify Schedule

ScheduleName [ 1 ] ’ &P Input Manually Select All Reverse Clear Al

Sun,

04:39-16:15 Input Manually Select All Reverse Clear All

Mon.

Input Manually Select All Reverse Clear All

Tue.

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Thu.

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

Cance

9.1.2 Alarm Linkage Recording

O]
@

schedules.

Go to Home—> Device Setting interface. Select the desired device to enable and set schedules.

®  Click [Apply] to save the settings.

Manual

Go to Home->Alarm Center->Alarm Linkage as shown below. Select alarm type, enable record, set linakage channel and set

Alarm Log Search | Alarm Linkage settings |

Schedule Setting ~ Manual Alarm Out ~ SOP Setting  Alarm Task Settings  Email Settings

Alarm Type1 Monitoring Point-Motion Detection

o I A A
dara Out e s nad [ o = :

| v Alarm g {
OFF

OFF

(OFF

[*Device Name_IP Camera01] RecordLinkage Setting

4 [ default area (OFF OFF
O ofF OFF
\OFF OFF |OFF
oFF oFF
(OFF OFF (OFF

9.2 Record Playback

In the main menu interface, click “Record Playback” to go to record playback interface.

Record files saved on the HDD/ SD card of the
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devices and storage server can be played.

There are three types of record playback: normal playback, smart playback by face, smart playback by license plate.

9.21 Normal Playback

| W Device Name. [P Cam...
"] MM Device Name 1P01

(7] @M Device Name_IPC

(] WM [P Camera0l

More #

Calarsdar %

Search Play

Area Description

aQOnED

HHIE] LI

u L]

Area Description Description
1 Playback area 3 Record timetable area
2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window

Button

Button Description

Description

Stop viewing G)s Zoom in
m Audio on/off a Zoom out
Dl Snapshot m Fit to window
Button Descriptions of Area 2:
Button Description

(2 JE4] bodbs]

Screen display mode button. 1/4/9/16 screen mode is optional.

Full screen

Enable or disable OSD

Close all window viewing

Get record from network devices

& &) 8] (]

Get record from storage servers
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| Rewind

2

Low speed playback

[ ] Stop

E Play/Pause

Next frame. In the playback mode, click the pause button and then click this button to play
frame by frame.

» Click it to select playback speed.
Click it to play in normal speed.
308 Forward 30s or backward 30s
> Backup start time
<] Backup end time
Start backup
::j 1_1 Synchronous playback or asynchronous playback

Right-click button menu

Menu ‘ Description ‘ Menu Description ‘
Close Close viewing Zoomout | Zoom out the current image
Audio . .
Audio on/off Full Screen | Click to enter full screen mode
On/Off
Snapshot | Snapshot Sub stream | Switch to sub stream playing
Zoom In Zoom in the current image

Other buttons

Button ‘ Description ‘ Button Description

n Add tag E Event list

clr Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search] to search the record files and then click = o play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, object removal
recording, video exception recording, intrusion recording and line crossing recording and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar

stands for schedule recording data; red bar stands for sensor record data, etc.
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The time scale can be zoomed in by clicking and the time scale can be zoomed out by clicking - The time scale can be restored

to 24 hours by clicking - When the time scale is zoomed in, drag the timeline to see the time spots.

Synchronous Playback: in a certain time, all channels play back its record at the same time together; if one channel has no record data at

this time, this channel will wait.

Click on the toolbar in the playback interface to go to the synchronous playback interface. Please play the record according to the
ways introduced as above. The record bar in synchronous mode is as below.

In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

. " . Lo -» —b )
When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback
windows are closed.

Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each

channel’s playback time is different.

Click to go to the asynchronous playback interface as shown below. Please play the record according to the ways introduced as the
above. The record bar in asynchronous mode is as below.

9.2.2 Smart Playback by Face

For the added face recognition NVR, you can play back by searching face.

024 r';'\
(2

0000

Face search

Clicking on enters the above interface. Select the face recognition NVR and then click to add a face picture. You can add the
face picture form local PC, target picture or group. After that set the start and end time, max. number and similarity and then click [Search]

to search the records.
Add a face picture from the local PC: Click to select the desired face picture in the local PC and then click [OK] to save the
settings.

Add a face picture from the target picture: refer to the following picture.
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X

Local Picture | Target Picture ‘ Group

Q ~

Search Q
8- () default area (Online/Total n...
Ly (Online/Total number:...

Channel IP Camera01 Time Period 2

1 Select the camera

ice Name IP Camerdlllvice Name 1P ic 1 G 1 ice Name 1P Cameralllvice Name 1P Camer:

2021-02-03 08:34:46 | 2021-02-03 0 02 : 2021-02-03 08:30:39 1 2021-02-03 08:30:37 [l 2021-02-03 08:29:19

Select the picture sourge
2

{
I

Face Recognition NVR b |

R vice Name TP Camer4lvit i 1 ; i lice Name IP Camerallvice Name_IP Camerg
Start Time | 2021-02-03 00:00:00 ﬁ\, 21-02-03 08:27:27 :53 -02-03 08:16: 0 2021-02-03 08: 2021-02-03 08:00:28
End Time \ 2021-02-03 23:59:59

~

W e Total 1637 entries Per Pagel8Entry

Select the pict: 6 -

Add a face from the face database:

1.  Click the “Group” tab.
2. Select the face picture from the person list, VIP list or visitor list.
3. Click [OK] to save the settings.

Import Target X

Local Picture Target Picture Group |

Default Group

VIP List

Visitor List

BlackList

[ show all nodes

Default Group Total 4 entries

The picture must be added to the corresponding list in advance, or no picture can be searched. Refer to Chapter 6 People Management for
details.

Note: The record source is from the HDD of the face recognition NVR. The comparison record of this person must exist in the HDD, or no
record can be played.
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8 [0 @ default area
Bl

¥ Device Name

Select Image

Start Time m
EndTime | 2021-02-03 23:59:59 |
Max. Number 500
Similarity(%)

9.2.3 Smart Playback by License Plate

The vehicle records can be searched from the NVR or intelligent server. The setting steps are as follows:

1. Select the ANPR camera or NVR.

2. Enter the license plate number or click [Select plate] to select the plate from vehicle database or license plate captured when the
vehicle entering or exiting the parking lot.

® TR S o e e - = PU1Y/11/721 16:-U0:57

License Plate cap_lu:

a [ 5 default area
Bda
R % Device Name

g!nllu

License Plate | A123
Start Time 2021-02.

00:00:00 |
End Time | 2021-02-03 23:59:59 1+

| Plate search ..

EI : select the record source from the storage server. License plate captured by ANPR camera or ANPR camera bound to the lane of the
parking lot can be searched.

E: select the record source from the HDD of the NVR.

Note: before you start searching, the license plate detection must be enabled and corresponding alarm linkages and the schedule must be
set in advance.
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Afarm Log Search Alarm Linkage Settings | Schedule Setting Manual Alarm Out SOP Satting Alarm Task Settings  Email Settings
I - |.ﬂl.|rm Type| Monitoring Point-Whitelist vehiclo ol | m m m m 1 Q
Q"‘,?zcmw ~ Recod, v Alanm preview, T Sapshot |~ AlemOutput. | Voke Brosdesst | | IVWel | ThggerEmail v S0P v Schedule v |
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
OFF OFF OFF OFF OFF OFF OFF OFF OFF OFF
OFF oN OFF OFF OFF OFF OFF OFF OFF OFF
OFF OFF OFF OFF OFF OFF OFF OFF OFF
OFF ON OFF OFF OFF OFF OFF OFF OFF
oFF Con 1 o OFF OFF OFF ofF oFF OFF

9.2.4 Playback by Time Slice

(@  Go to Home=>By Time Slice interface.

(@  Select channel (or monitoring point), set the start time and the end time, select the record source and then click [Search].

By Time Slice By Event By Tag Record Backup Search Picture

Monitoring Point -~ ackup To Storac K Tips: Press and hold [Ctrl] or [Shift] or [mouse] 1o select mulliple shices
| L :

|& [ default area (Online/Tot...

| £ & 1 (Online/Total numb... |
& W Device Name_IP Cam...
) & Device Name_IP Cam...
[C] M= Device Name_IPO1

] M Device Nama_IPC

[ % 1P Camera01

[ me 1P Camera02

() W 1P Camera07

[Z) W [P Camera

[T m 1PC

(X ™ [P

() s MZ-251PE-4(IR)

2021-02-03 00:00:01

Start Time: | 2021-02-03 00:00:00

End Time: 2021-02-03 23:59:59 =

\Z\ | Search | Current Page:1 / 1,Total 1 H “p |

® Click EI to play the record.

Playback
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Click E button on the top right corner to play in full screen mode.
Double click the image to switch to slice search mode by day.
Double click an image to switch to slice search mode by 5 minutes.

By Time Slice = ByEvent ByTag  Record Backup  Search Picture

Monitoring Point

& [ ) default area (Online/...
@ & 1 (Online/Tatal n...
[ B Device Name 1P ...
[] ™ Device Name_IP ...
[] ™ Device Name_IPO1
(7] M Dievice Name_IPC
(D) m 1P Camerail
(D = 1P Camera02
O . 1P Camera7
] B 1P Camera

[C] ™ IPC

1w [pC

() W MZ-251PE-4(IR)

2021-02-03 04:00:00

|
Current Page:l / 1.7otal 16 |4 44p b

Restart searching or click “Slice Per day” to return to the slice per day interface.

Record Backup: In the Search by Time Slice interface, select a time slice and then click “Record Backup” to back up the record file

during this period quickly.

To Storage Playback: In the Search by Time Slice interface, select a time slice and then click “To Storage Playback” to play the record

file in the storage playback interface.

9.2.5 Playback by Event

®  Go to Home-> By Event interface.
@  Select the desired monitoring point, set the record source, the start time and the end time and then check events.
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By Time Slice By Event By Tag Record Backup Search Picture

' Sec | ToStorage Playback

Monitaring Paint ilter Q1| Before the event | 0 Tip : Filter By [Name]. [Start Time], [End Time], [Event Type]

2 o Q ] ; A
& [ (& default area (Online/Tot...
g E 1 ‘0":“':‘:::1:“6':: ) 1 DeviceNamelP Cam..  2021-02-0319:5624  2021-02-03 19:58:54 0:0:30 Motion Datectiorn ® ®
7] W Device Name_IP Cam...
() m pevice Name_IP01 ; : ;
Btk e e [J 2 DeviceNamelPCam.  2021-02-03195656  2021-02-03 19:57:58 012 ® ®
[C] m 1P Camera0l
8 817 Camerai? [ 3 DeviceNamelP Cam..  2021-02-03195656  2021-02-0319:57:44 0048 ® ®
[ W 1P Camera07
[ W 1P Camera
g : ::E [l 4 DeviceNamelPCam.  2021-02-031956:23  2021-02-03 19:57:44 o121 Motian Detection ® ®
[ . MZ-25IPE-A{IR)
[0 5 Device Name IP Cam..  2021-02-03 19:55:03  2021-02-03 19:55:29 0:0:26 Motion Detection ) @
[ 6 DeviceNamelPCam.  2021-02-03195428  2021-02-03 1954552 00:24 Motign Detacticn O] ®
(] 7 DeviceName [P Cam..  2021-02-0319:5358  2021-02-03 19:54:15 00:17 Mation Detection ) O
[ 8 DeviceNamelPCom.. 2021-02-03195238  2021-02-03 19:53:30 0052 Molion Detection > ®
Start Time: | 2021.02-03 000000 ©
End Time: | 2021-02-03 23:5%5% @ M A Fuaidfra ki ansa TS AN AT A3 AAEE AN A% A A3 ANE10 A Rl i PR ) 2 >
- - A — S e e > .

Current Page: / 67,Total 1327 |4 4P P|

®  Click [Search]. The searched record data will be listed. Click ® to play the record; click @ to back up the record data.

9.2.6 Playback by Tag

Note: The tag cannot be added to the record from the HDD of the NVR.

@

@
®
)

Go to Home->Record Playback interface.
Select a channel and put the cursor on the right center. Then a tag icon (.) will appear. Click this icon to add tag.
Go to Home—>By Tag interface. Select the start time and click [Refresh] to search the added tags.
Click @ in the playback column to play the record.
E!): Time Shice By Event By Tag Record Backup Search Picture

Start Time: | 2021-02-03 00:00:00 ® | search The backup time: |1 | Min | To Storage Playback | ¢}

1 1P Camera0l 2021-02-03 20:04:04
Playback

|
L
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9.3 Record Backup

In the main menu interface, click “Record Backup” to go to the backup interface. The setting steps are as follows:
(@ Select the desired monitoring point.

Select date and click “More” to select the start and the end time and event type.

Click EI/ |I| to get records from device or storage server.

@

®

@  Set the start time and the end time of backup. Then click [Backup].

(®  The backup progress will be seen during backing up the record. Click [ to pause; click =1 to stop backing up the record; click
T

to clear the backup list.

By Time Slice By Event By Tag Record Backup Search Picture

. X 01-27
Monitoring Point ol Jan 2021 @ 0200 0400 0600 0800 10:00 1200 1400 1600 1800 2000 22:00  00:00

Q Mon Tue Wed Thu Fri Sat Sun

- [J (2 default area (Online/Tot...

[ ) 1 (Online/Total numb... o |z | e el il 2 g

8 % Device Name 1P Cam... | REPRREER PP )

- [ MM Device Name_IP Cam...

- [ m Device Name_IP01 1 12 13 | 14 15 [ 16 17

[ ® Device Name_IPC
[CJ m 1P Camera01

[C) m IP Camera02 25 27 28 20 30 3

[ % IP Camera

8 19 20 21 22 23 24

1| 2|3 |a|5|6]7 = =

-~ [ M IP Camera - O Main Stream Start Time| 2021-01-26 00:00:00 g End Time‘ 2021-01-26 00:00:01 g

- OmIpC More & Record Backup Backup Path Backup on Dev

O 1PC
t Time End Time Duration Progress Operation Backup Path
26 00:00:00 2021-01-26 00:00:01 0:0:1 100% Open File Position D:\\Device_ Name_IP_...
26 00:00:00 2021-01-26 00:00:03 0:0:3 100% Open File Position D:\\Device_Name_IP_...
26 00:00:00 2021-01-26 00:00:05 0:0:5 60% [ ] (] D:A\Device Name IP_....
< ﬁ. il >

“Backup on device”: This function is applied to the added NVR devices. Search the record from the HDD of the NVR in this interface and
then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the
USB storage device remotely.

9.4 Search Picture

In this interface, pictures stored on the SD card or storage server can be searched and viewed.
Note: the searched pictures are the snapshots triggered by alarm events (like motion, sensor, smart event, etc.).
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oring Po Search Result[IP Camera01]

By Time Slice By Event By Tag Record Backup Search Picture

Search Q
B- [@ ) default area (Online/Tot...
(2 1 (Online/Total numb...
- [V B Device Name_IP Cam...
B Device Name_IP Cam...
B Device Name_IPO1
- [Vl B Device Name IPC
B [P Camera01
B4 [P Camera02
- [ M IP Camera
B IP Camera
W [PC
B IPC

Start Time: 2021-01-26 00:00:0

End Time: ‘ 2021-01-26 23:59:5 =

Select All Reverse Download

[0 2021-01-26 17:13:23

|44 The|1 /1Page ¥ | Per Page- Entry 1-8 Total: 8

@ Select the device.

(@ Set the start time and the end time.
® Choose events.

@ Click [Search]
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10 Alarm Management

10.1 Alarm Server Configuration

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to the
relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.

Go to Home—> Add, Edit or Delete Device = Alarm Server interface to view the online status of the alarm server. If it is not online, please
check its network connection.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting }
Doty Type i --——-
Encoding Device (Onli tal b
ncoding Device (Online/Total numbe Alarm Server 10.20.527 6033 Online Online @

Decoder (Online/Total number:1/1)

LED Display Device (Online/Total num
Intelligent Analysis Server (Online/Tot:
Storage Server (Online/Total number:1
Media Transfer Server (Online/Total n
Access Server (Online/Total number:1/
Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:1

10.2 Alarm Configuration

(D Go to Home->Device Setting interface.

Add, Edit or Delete Device | Device Seiting | Area Setting  Channel Group Sefting

OSD Setting Image Setting  Stream Setting  Motion Detection  Motion Alarm Linkage Line Crossing | Intrusion Object Remaval Ed ii‘

@ @ Default area
& IMP AIFR-107
- 2MP ASFR-107
g 8 AZH-2MP-20-210
W AJH-2MP-20-210
o & IPC

8 BIPC
- [PC

& Enable Line Crossing

Alert Line| 1~ | Direction| A->B | Alarm Holding Time| 3

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).

@ Go to Home->Alarm Center->Alarm Linkage interface.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings Email Settings

= |
’\_'i Alarm Type/| A

-EI- default area |

|[Device Name 1P Camera0l ~ ON ON oM ON ON o] oM

‘ Device Name I[P Camera0? v OFF (OFF (OFF QFF OFF (QFF OFF

Select area, alarm type and then enable alarm linkages.
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All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).
All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).

Select ™ beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

1(11) IPC1344244 v/ ON ON ON ON ON ON ON OFF

1(31)_name ON | oFF OFF ON OFF OFF OFF OFF OFF
OFF

1(48)_name OFF OFF ON OFF OFF OFF OFF OFF

Select ™~ beside the title (like record) to enable record linkage of all devices (schedule excluded). Select “Link to itself (On)” to quickly
select the camera itself as the record camera.

Name Audio v PTZControl *~ Record “ Alarm preview “ Spnapshot “  Alarm Output “ Voice Broadcast
*Device Name IP Camera01l || ON v [ON Link to itself (On) |oN ON ON ON
Device Name_IP Camera02 v OFF OFF Ima(oiesiiiey | OFF OFF OFF
Free Choice
Device Name IP01 v |QFF OFF OFF OFF OFF

The alarm linkage settings of PTZ control, record, alarm view, snapshot, alarm output and TV Wall are the same with each other. Here take

record linkage for example to introduce the setting steps.

TV WallLinkage Setting

Selectable Channel Selected Channel TV We
4 [ default area 4 [ default area
(J172.16.47.109 3... (7 10.100.10.214 8... TV Wall 1
(] 28138
Je3-47.71

[0 1P Camera01
[ 1P Cameral2

O1rc

O qiujigs

& ON Q)| Select All Reverse Clear All “

Check the selectable channel and click to select the channel; check the selected channel and click to remove this channel; click

to select all channels; click <« to remove all selected channel.

After the channels are selected, check “On” and then click “OK” to save the settings.

Note: Before checking voice broadcast, please upload the voice first (See chapter 19.7 for details).
Before checking Email, please set the sender’s email address and the recipient address first (See chapter 10.5 for details).
Before checking SOP, please set the SOP first (See chapter 10.3 for details)

(@ Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—> To set schedule for details).
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10.3 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
1. Click “+” to add a SOP name. A maximum of 10 SOP can be added.
2. Click “Create” to create a SOP action. Each SOP can create 5 SOP actions.

3. Click ' to extend the alarm list.

4. Click E/J to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter remark
as needed.

The disposition includes: False alarm, true alarm, customer test, technical event, service test.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out S0P Setting Alarm Task Settings Email Settings

Handle Alarm SOP x —‘
4 Alarm Time: 2021-02-03 20:22:10

Alarm Source: IP Cameradl
Alarm Type: Monitoning Point-Motion Detection
@ open the Same Alarm Operation:

SOP Action o r equal 1o 64 <! & g a

process

Disposition | False Alarm v

a4 than ar edqual to 100 ¢

Remark i
& Device Alarm @ Motion Detection &2 Face Alarm @ Other intelligent Alarm 5 Sensor Ala ms:1000+ %
Nt i P— N e Strage Playback| \ Handing sat

2021-02-03 20:21:41 IP Camera(2 Monilering Po... 4 @
2021-02-03 20:21:37 1P Camera Monitoring Po... Z|
2021-02-03 20:21:13 M£-251PE-4{IR) Monitering Fo.. QJ
2021-02-03 20:21:06 1P Camera Manitoring Po... 4

[

After the alarm is processed, the alarm handling status and disposition will be shown as below.

@ Device Alarm &) Motion Detection & Face Alarm &8 Other intelligent Alarm B3 Sansor Alarm B Offline Alarm B Server Alarm & Alarm task Unhandled alarm items:999 %
IR} Maonitoring Po... r
Camerafll Manitoring Po... ® @ @ C/_J'
01 Monitoring Po... @ E’J
o7 Monitoring P... [:/j ] Processed False Alarm

10.4 Alarm Task Settings

In this interface, you can set the leaving alarm task.
Leaving alarm: When someone leaves the predefined area and doesn’t come back within the set time duration, the system will perform
alarm linkages.

To set a leaving alarm task:
1. Enter the Alarm Task Setting interface.
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2. Click [Add] to add the alarm task.

Set the task name, interval time, schedule and choose the camera.

Multiple cameras can be added to an alarm task.

— e s |

Add alarm task X

Task name ‘

Interval time(min) ‘ 10

Schedule[ 7724

Alarm Typel Alarm task-Leave working position

4 [ default area

(] Device Name_IP Camera01
[ Device Name_IP Camera02
[[J Device Name_IP01

[0 Device Name_IPC

[J 1P Camera
[J 1P Camera

[J 1P Camera01

> < b
Select All Reverse ClearAﬁ

3. Set the alarm linkage items. In the alarm linkage settings interface, select the alarm type as “Alarm task-Leaving Alarm”. Then enable

the desired alarm linkage (like “Alarm preview”) and set the schedule.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOF Selling Aarm Task Seltings Email Settings

o o R i ] o [ vor e | o |
i Q i iz vl i :
; : .

4.  Go to the Device Setting interface to enable Intrusion and set the detected area.

Add. Edit or Delete Device Device Setting Area Setting Channel Group Setting

Encoding Device 05D Setting Image Setting Shream Setting Maotion Detection Mation Alarm Linkage Line Crossing Detection Exception Detection
ip B, O

B default area
B @ 9483E3 2.8-12mm

94833 2.8-12mm [

& @ IP Cameral2

Alarm Holding Time :_20 \7?5«
O Save Panoramic Picture
[ Save Target Cutout

Detection Target :

& Motor Vehi Sensitivity Detection - 50
Sensitivity Detection - S0
& Non-mator Sensitivity Detection - 50

| 4 Enable Intrusion Detection [

Alert Arca | 1 ¥

Note:

1. The selected camera must support and enable intrusion function, or leaving alarm will not take effect. If the camera supports
vehicle/people classification, please check “Human” as the detection target.

2. After the leaving alarm task is set and intrusion is enabled for the camera, when someone enters the predefined area and stays there,
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this person will be judged as “On Duty” so that leaving alarm will not be triggered and the intrusion alarm will not be displayed on

the alarm list; but when this person leaves and doesn’t return within the set time duration (interval time) or no one appears in the set
time duration, leaving alarm will be triggered.

Alarm Log Search  Alarm Linkage Settings  Schedule Setting Manual Alarm Qut ~ SOP Setting Alarm Task Settings Email Setting

O i 0 7724 10 Alarm task-Leaving Alarm @ il

10.5 Email Settings

Alarm information can be received by the specified Email address if the Email parameters have been set in advance.
Click Home—>Alarm Center->Email Setting to go to the following interface. Add the sender and recipient’s email information here.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOP Setting Alarm Task Settings ‘ Email Settings

Sender’ s Name ’xxx ] Email Address [m@163.c0m I

SMTP Server | 163.smtp.com | smrp Port
Security ’ No v ]

Username ’ 0N@163.com v ] Password [ sesese I

XXXX XXx@163.com @ _|H|_

In the sender’s Email information area, fill out the corresponding information and then click “Apply” to save the settings.
Clicking on the [Add] button adds the recipient information.
After that, in the alarm linkage setting interface, you can trigger Email.

Alarm Log Search  Alarm Linkage Seltings | Schedule Setting  Manual Alarm Out SOP Selting  Alarm Task Seltings Email Setting
s e ot P o N R BTN

H

10.6 Alarm View

Having set the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.
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: inkage Settings | Schedule Setting  Manual Alarm Out S0P Setting  Alarm Task Seftings  Email Setting
B} Aarm Type] Monitoring Peint:Motion Detectior - | m m m
q PTZ Contral % Record v Alarm preview. % Snapshol Alarm Cutput M Voice Broadeast M TV Wall v Trigger Email . v SOp N Gchedule W
OFF OFF 2 oFF OFF OFF OFF ON off 7

*Device Name_IP Cameralil] Alarm previewlinkage Setting / OFF OFF OFF OFF OFf OFF OFf
Setectable Device 4 Selected Device OFF OFF OFF OFF OFF OFF OFF
4 L default area (B OFf OFf OFF OFf OFf OFf OFf
3 @wiu‘ Marme .. OFF (o] (a] (n] OFF OFF OFF
Device Name_.. OFf OFF OFF OFF OFF OFF OFf
Device Name_... ON oN OoN oM ON ON L]
IP Camera OFF OFF OFF OFF OFF QOFF OFF
IP Camera OFF OFF OFF OFF OFF OFF OFF
IF-Camera01 OFF OFF OFF OFF OFF OFF Off

1B Carmaran?

5 6
@ Q) sk rowe oot (D

In the alarm preview interface, you can select multi-screen display mode by right clicking on the preview window as shown below.

Click on the bottom right corner to expand the alarm list as shown above. Hover the cursor on the top of the alarm list and then a
bidirectional arrow will appear. Drag the alarm list up or down to extend or shrink the alarm list.
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User Manual

o Device Alarm & Motion Detection & Face Alarm & Other intel

Alarm & Sensor alarm &4 Offline alarm & Server Alai bl Alarm taczk ] 1 alarr i
rce Alarm Type Storage Playback Device Playback Storage Snapshot Device Capture Alarm Processing Handling Status Disposition Remark
Cameradl Monitoring Po... Qj E‘] g

102 Monitaring Po.

\a1 Monitoring Po...

Camerall Manitoring Po. .ij E ’3

Click or to play the record or captured images.
Right clicking on an alarm item displays a menu as shown below. Click “Alarm Preview” to jump to the alarm preview interface.

& De & Motion Detection 8 Face Alarm- B Other intelligent Alarm & Sensor Alarm B Offline Alarm &) Server Alarm B Alarm task

e Alarm Type Storage Playback Device Playback Storage Snapshot Device Caplure Alanm Processing Handling Status Disposition Remark
o1 Manitoring Po... @ ¢

(») B
Lamerall Monitoring Po... "\t/' @ A -~ -
102 Monitoring Po...
Camera0l Monitoring Po... I':‘_b’\ @

No. Alarm Time Alam Source Alam Type ~  Details Storage Playback Device Mlayback Storage Snapshaol Device Capture Adan

Device Name [P Ca

3 Monitating P
P Camera Mc
B 1P Camera0l Manitaring P
10 Nonito
1P Camy
Device Name_IF
2021-01-37 11:45:47 IP Camerail Monitoring P
X 14 2021-01-27 11:45:46 Drevice Name_iF Cameradl Monitoring P
21-01 ice Name_IP Camer nitaring P

1w M P| Per Page W [Entry 1
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Click to play the record; click to open the snapshot search window as shown below.

Snapshot Sea X

Search Result[IP Camera01]

IP CameraO1

: . . : : : ] :
Start Time [ 2021-01.27 11.4° O 2021-01-27 11:46:08 O 2021-01-27 11:46:13 O 2021-01-27 11:46:16
End Time | 2021-01-27 11:4; a
Select Al Reverse  Download |44d The|1 /2Page WPl Per PageEntry 1-10 Total: 11
1

Search

Check the searched image and then click “Download” at the bottom of the interface to download this picture.

10.8 Manual Alarm Out

Click “Manual Alarm Out” tab to go to the following interface.

Alarm Log Search Alarm Linkage Settings Schedule Setting | Manual Alarm Out | SOP Setting Alarm Task Settings Email Setting

Alarm Qutput 2

& [ default area Alarm Holding Time

On1

& 4 Device Name_AlarmO...
[ & Device Name AlarmO Trigger Alarm Out Close Alarm Out
~ 3 @ Device Name AlarmO...

~ [ 4 Device Name_AlarmO...

Select the camera, set the alarm holding time and then click [Trigger Alarm Out] to manually trigger the alarm out of the camera; click
[Close Alarm Out] to manually turn off the alarm out of the camera.
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11 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

11.1 E-Map Settings

11.1.1 Create E-Map

Go to Home—>E-Map Setting interface. Click [Create Map] to create a map.

J E-Map Setting ‘

Map Management 4 Create Map ap Delete Map
B 1
% Create Map B

Map Name | |

Parent Map l v ]

Map Type @ Google Map O Picture Map

Search | |

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.

11.1.2 Add Hotspot

The hotspots include monitoring points and sensors. Drag a hotspot to the corresponding area on the map as shown below.

: E-Map Setting

Map Management Create Map Modify Map Delete Map

Monitoring Point
B8 ;) default area D
@1

B Q Device Name_IP Came...
4 9Q Device Name_IP Came...
B Q Device Name_IPO1
B9 Device Name_IPC

- WM © P Cameral1 (g | i
0 17 Camera [l
B Q IP Camera ot

B Q IP Camera i

Device Name IP CameraQl,

lDewice Name IP€C* = |

- M9 IPC
9 IPC
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Click [Modify Map] to change map name and parent map.
Select [Delete Map] to delete the added map.

11.2 E-Map Monitoring

Go to Home->E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time

image.

Switch to Alarm E-Map® Yes O No
Auto Alarm ViewO Yes @® No

W 1PC
O Sensor

& Smart IPC

Pending alarm: 500

[

TR
1P Camera02 ([T [

Parking Lot

000
¥
i

00

IPC 1

Warahouse g
o |

g

Workahap
' ||

1400 | | 200 000 d12
8000 200

Close All Stream Filter Alarm Type Clear All

Switch to Alarm EMap: if “Yes” is selected, the system will automatically switch to the E-map on which the alarm occurs.

Auto Alarm View: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.

Put the cursor on the preview window (right panel) and then a toolbar will display. Clicking on closes the preview. Click “Close All

Stream” to stop all videos. The preview window will be overlaid on the map by clicking “Overlap”.

In addition, click [Filter Alarm Type] to filter the alarm type.

If multiple cameras need to play, you can drag the window on the right panel to the right. Then an independent monitoring interface will

display. You can choose the screen display mode as needed.
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12 TV Wall

12.1 Add TV Wall Server

Go to Home—> Add, Edit or Delete Device> TV Wall Server interface as shown below. There is a default TV wall server. Please check
whether it is online.

Add, Edit or Delete Device = Device Setting  Area Setting.  Channel Group Setting

Device Type i~ | search Q|
Encoding Device (Onling/Total numbe
Decoder (Online/Total number:1/1)
LED Display Device (Online/Total num 5
Intelligent Analysis Server (Online/Tota
Storage Server (Online/Total number:1
Media Transfer Server (Online/Total ni
Access Server (Online/Total number:1/
Alarm Server (Online/Total number:1/.
TV Wall Server (Online/Total number:1

TV wall 10.20.52.7 6036 Online Online Z [il

An adding TV Wall window will be prompted by clicking [Add]. Click [Refresh] to quickly add the TV wall server in the same local
network, or add the TV wall server by manually entering server name, IP address and port.

12.2 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The decoder
is necessary for decoding videos on the TV wall.
Go to Home->Add, Edit or Delete Device—>Decoder interface.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Encoding Device (Online/Total numbe| [

Alarm Host (Online/Total number:0/0)

Access Control System (Online/Total n

Add Decoder

Device Quantity:0

Quickly Add

LED Display Device (Online/Total num Manually Add
Intelligent Analysis Server (Online/Totq
Storage Server (Online/Total number:]
Media Transfer Server (Online/Total ni

Access Server (Online/Total number:1/

The setting steps of adding decoders are the same as adding encoding device setup (see Add Encoding Device for details).

»  Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.

Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission is
master and its running mode is platform. Then apply the settings and restart the decoder.
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Basic Settings

Running Mode |PIatForm
User Permission |Master
Device Name |Decc—der ‘
MAC 00:18:AE:00:45:D1

Soft Version 2.1.6.12

Version Date 20181214

Kernel Version I9F6-I19F6-I19F6

The decoder will not be online until it is bound to a TV wall. Please create a TV wall first and then bind the decoder to the TV wall. See
chapter 12.3.1 for details.

12.3 TV Wall Management

Go to Home->TV Wall Management—> TV Wall Setting.

J TV Wall Setting ‘ TV Wall View TV Wall Task Settings TV Wall System Setting

TV Wall

4 TV wall +

‘T\.I’walll(l) |EM ‘

Decoder Output

4 (=% Decoder 1

Outputl 4

™

Output2

12.3.1 TV Wall Settings
¢ Create TV Wall

Go to Home->TV Wall Management->Edit TV Wall. Select a TV wall server and then click +to create a TV wall.

J TV Wall Setting ‘ TV Wall View TV Wall Task Settings TV Wall System Setting

Create TV Wall

A TV wall @
TV wall 1(1) = ﬁﬂ\~ TV Wall Server TV wall

TVWall | Create TV Wall2 |

TV Wall Number | 2

O Edit ID Cancel
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€ |Initializing
(D Double click the created TV wall to prompt a TV wall window.
@ Click “Initialize” to create TV wall layout.

|] A TV wall 1 x

A TV wall

Initialize Save

E A

A Decoder 1

« Outputl Enter Rows _Columns

€ Merging\Splitting
Merging: drag on the screen and then release. The “Merge” button will be shown. Click it to merger these small windows.

Initialize Merge Save

TV wall 1 [

Initialize: Spht Save

The online decoder displayed in the decoder output list is the binding decoder of this TV wall. Drag the outputs to windows on the right in

sequence and then click “Save” to save the settings.
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®  Decoder Binding

Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, decoder bind can be set up.
Decoder bind configuration: modify the binding state between decoder and TV wall.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Device Name Output Number IP Address Port Online Status Select TV Wall Open in the Browser Edit

Decoder 1 2 10.100.40.49 8888 Online TV wall 1 O

Select TV Walll| TV wall 1 A

R ETE

Click to change bound TV Wall. After the decoder is bound to the TV Wall, the online status will be “Online”.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Device Name Output Number IP Address Port Online Status Select TV Wall Open in the Browser Edit

Decoder 1 2 10.100.40.49 8888 TV wall 1

Return to the decoder management interface as shown above. The online status of the decoder indicates that the decoder is successfully
bound with TV wall. Go to TV Wall Setting interface as shown below. Drag the outputs of the decoder to the window on the right and save
them to complete output bind.
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TV Wall Setting TV Wall View

E A

A TV wall

TV wall 1(1)

=

Decoder 1 | |

(¥ output1 )

« Output2

TV Wall Task Settings

TV Wall System Setting

Initialize Save

QOutputl

12.3.2 TV Wall View

¢ Create Plan

Go to Home—> TV Wall Management-> TV Wall View—->TV Wall Plan.

Click beside the TV wall name to create the TV wall plan name.

TV Wall Setting

TV Wall View

TV Wall Task Settings

A =3 TV walll(1)

1_Pan_1(1)

Plan No.

[ Edit ID

Plan Name | 1 Plan_3

TV Wall System Setting

m Cancel

& Configure Plan

Double click the plan name to show the plan.

Drag the monitoring points to the corresponding window respectively to decode image.
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- (@) defaull area (Online/Total number:...
a3 1 (Online/Total number:0/0)
W Device Name_ P Camera0l
B Device Name |P Camera02
W Device Name_[PO1
B Device Mame IPC
B [P Camera(2
W P Camerad?
B [P Camera
B IPC
W P
WM WZ-251PE-4{IR)

€ Toolbar Menu

BRSEIFNESNES] craviepe ] tideo ] save ] saveas ] Renumber |

1. Screen mode: 1\4\9\16\25\36 screen mode is optional.

2. Open Window: Click [Enable PIP] and then drag on a window to open a small window on it. Click [Disable PIP] to stop opening

window. The small window can be dragged to anywhere on the big window.
Click [Hide ID] to hide the window number; click [Display ID] to display the window number.

Click [Save] to save the current plan.

3

4

5. Click [Save as] to save it as another plan.

6 Renumber: Click it to renumber the window of the plan from left to right and top to bottom.
7

Select a window assigned a monitoring point and then press the right mouse and drag to another window to copy monitoring point to
8.  Double click a window to play the video.

€ Right-click Menu

*1_Plan_1

IPIEIEOS_IPEIEDS

Screen Mode
Zoom Qut

Set as Alarm Window

Set as Playback Window
PTZ Control

Stop Decoding

View Decoder Output Info.

Clear TV Wall

1.  Screen mode:1\4\9\16\25\36 screen mode is optional.
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2. Zoom in\out: if the current screen mode is multi-screen display mode, click “Zoom In” to zoom in the current image. Click “Zoom

Out” menu again to restore to the previous status.
3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in this
window. Go to Home—> Alarm Center->Alarm Linkage (or Home—>Alarm System->Alarm Linkage) interface. Select TV wall linkage

item to set alarm linkage.

TV WallLinkage Setting

View v Spapshot “ Alarm Output “ Voice Broa... TV Wall

Selectable Channel Selected Channel TV We
4 [ default area (E 4 (J default area
[JE3-741111 [J 243CH Create T\
O 1P Camera
[ qiujigs
Alarm Center

) <«
‘F' Alarm Log Search | Alarm Linkage Settings .

- Schedule Setting = Manual Alarm Out
SOP Setting  Alarm Task Settings

Email Settings Q| select All Reverse Clear All

4.  Setas Playback Window: when decoding images, click this menu to play the records of the current channel (the record source is the

current record source).

5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and
focusing, Iris control, speed, preset, track and cruise calling can be operated through this control panel.

6.  Stop Decoding: click it to stop decoding the current image.

7. View Decoder: view the information of the decoder.

8.  Clear TV Wall: click it to clear the decoding configuration of the current output.

€  Screen Merging or Splitting

Drag the mouse to select multi-window and then click [Merge] to merge these windows.

*1Plan2®

BIETC  Merge Enable PIP Hide ID [ JNPIERIERFANEIIER] naverie | tiden | [ saveas |
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Select the merged window and click [Split] to restore the window to its previous status.

*1 Plan_ 2 ® *1 Plan_2 @

|25 (R |F3NES|ES)

¢ Auto-Switch Group
Create Auto-Switch Group

Lo

@  Click Auto-Switch Group under the screen and then click I 1o create auto-switch group.

O )
o0 nlEEEEE] oo

@  Select “Auto-Switch Window” to select the window group.

Create Auto-Switch Group X

Auto-Switch Name |New_Group_Dwell Dwell Interval(s) | 10

= Auto-Switch Window | ® Monitoring Point |

m Cancel

® Click “Monitoring Point” to select the auto-switch channel group.
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Create Auto-Switch Group X

Auto-Switch Name‘NewﬁGrouprwell ‘ Dwell ]nterval(s)‘ 10 v ‘

‘ = Auto-Switch Window | = Monitoring Point ‘
WX

No.

Search Q
B (A default area (Online/Total number:11/13) 2
) 172.16.48.194 6036 (Online/Total nu... I,
10.100.10.214 80_CAMO001

W 243
B 28138
4771
B Device Name_IP Camera0l
B [P Cameral2
B [P Camera
B name43
B giu;jigs
B rr_Cameral { G >

® r_Camera2 Select All -
& 1_Camera3 -~
- - -

) Enter auto-switch name and dwell time.

2. Execute auto-switch

Click I! to execute auto-switch. The specified channel images will be played in the specified windows in sequence.

Clickn to stop playing the current auto-switch.

3. Modify or delete auto-switch

Right click the auto-switch name and then select Modify or Delete to modify or delete the auto-switch.

Modify
Delete

Note: If there are overlapped auto-switch window in a plan, the auto-switch groups will not be executed at the same time.

4 Auto-switch plan

1. Create auto-switch plan

Click L behind the TV wall plan name to set the auto-switch. Click “Join in” to select the plan. Then set dwell time and click [OK].
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Plan Mame Move Up  Operation
1_Pan_1 (3) + O Jenin
1 Plan_1{1) T [ Joinin
1_Plan_2 (2) T O Jeinin
i 1_Plan 20 /

5 TV Wall 2 (2 +r o

TV Wall 3 (3) + » &

From 2019-10-08 00:00:00 IIMeII]ntervaI(s]l 10 v | Save |fCancel

2. Start/stop auto-switch
d #1250 |4+ » &

= v, [ 1

Start Auto-Switch

Click ¥ behind the TV wall name to start auto-switch plan. Click the Stop button to stop the auto-switch.

3. Modify auto-switch plan

Click L again to modify the auto-switch plan.

Note: If the current auto-switch plan needs to modify, please stop it first.

12.3.3 Decoder Input

Go to Home->TV Wall Management->Decoding on TV Wall->Decoder Input.

Drag an input to a window to execute decoding.

TV Wall Setting TV Wall View

Monitoring Point v
Channel Group v
Decoder Input ~

4 (3 Decoderl

Task Setting TV Wall System Setting

12.3.4 Playback
¢ Playback on TV Wall

Click “Preview” on the left panel. Then this button becomes “Record”. Click

Decoderl: Input0

at the bottom of the left panel to extend the filtering

condition. Click EI/ EI to get records from device or storage server, check the alarm events and then drag the cameras (or channels)

to a window to search and play the records.
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TV Wall Setting TV Wall View IV Wall Task Settings TV Wall System Selling

B () defaull area (...
21 1 {Onli

e Na...
B Device Na..
B Device Na...
B Device Ma...
B [P Camera01
B [P Camera02
B [P Camera07
B [P Camera
W JPC

B IPC

W MZ-251PE-...

== Auto-Switch Group

Enable PIP Hide 1D Save Save as Renumber Pause Stop Next Frame  Provious 30s  Mext 30s

Of course, the specified time and event types can be set to search the specified records.

€ Playing control

Pause Stop Next Frame Previous 30s MNext 30s

During playback, the record can be controlled by the above buttons.

€ Right-click menu

*1_Plan_1 @

Screen Mode

Zoom Qut

Set as Alarm Window

Set as Preview Window Recent Channel
Stop Decoding Historical Channel
View Decoder Oulput Info.

Clear TV Wall

Screen mode:1\4\9\16\25\36 screen mode is optional
Zoom in
Save as an alarm window

Save as preview window: : the current channel or the historical channel is optional.

Playback stream type: main stream or sub stream is selectable.
Stop decoding

View decoder information

Clear TV wall

NG A~ wDdhE
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The following picture is an example of TV Wall.

12.3.5 Task Setting of TV Wall

Go to Home->TV Wall Management->Task Setting. Click +

behind the TV wall name.
Select plan name, enter task name, set run time and enable plan task.

Tw224 (1) +

V235 (3 + Plan Name | Create Plan_.1 v

Create TV Wall3 (3) I Task Name New Plan Task

[ Run Plan Task Run Time 00:00:00

© Everyday

O Every Week
Sun. Mvon. Tue. Wed.
Thu. Fri. Sat.

Click to start the task. Click the Stop button to stop this task.

New Plan Task

Create Plan_1
Start Time: 00:00:00

¥ Auto Run

v Mon. v Tue.
« Fri. + Sat.

Modify or delete task

Double click the TV wall name and then the tasks will be displayed on the right window.
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Mew Plan Task

Create Plan_1
Start Time: 00:00:00

« Auto Run

+ Sun. + Mhon. + Tue. + Wed.
+ Thu. « Fri. « Sat,

(#, Tl

(7
Click or m to modify or delete the task.

12.3.6 TV Wall System Configuration

Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, the channel number can be set
up.

»  Channel Number Settings

Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard

controller. Users can export these channel number in this interface.

Setting ] v | ting: I Lt
Channel Number Setting Decoder Bind Configuration TV Wall Backup
MNo. Mame Channel Number Conflicts Between Channels' Number
Q 1 group--=1 1 !

() default area (Online/Total n...

“ group—s1-1 2

3 default grea—=1I" Camerall | IP Camera0l

iefault ar Car i

g default area-— > Device Mame [P Cameradl

r
20 el
11 g8

» TV Wall Backup

When importing the former system configuration files to the new version, the TV wall configuration file will not be imported together. So

you need to import the TV wall configuration file separately.
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Click [Backup TV Wall] in the last version to back up the TV wall configuration files. Then click [Restore TV wall] in the new version to

restore it.

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Backup TV wall Restore TV wall

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The
authentication server will restart automatically after restoration.
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13 Temperature Measurement

13.1 Add Temperature Reading Devices

This platform supports thermal network camera and temperature measurement panel access.

1.  Click Home->Resource Management->Add, Edit or Delete Device->Encoding Device to go to the encoding device interface. Click
[Add] to add the temperature reading devices.

2. Click Home->Resource Management->Device Setting to go to the device setting interface. Select the temperature reading device
and then click the “Thermal imaging settings” tab to enable temperature measurement function.

3. Set the temperature unit, high temperature threshold and low temperature threshold.

4.  Click [Apply] to save the settings.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting
~ OSD Setting Image Setting Stream Setting Exception Detection Face Detection Thermal imaging settings Wear Mask
Q Enable
8 default area
1 Temperature unit | °C W
Device Name High temperature abnormal alarm
IP Camera High temperature abnormal threshold | 37.2 The temperature setting range is(0~99)°C
IP CameraQ1 o ; 3 el
IP Camera02 ow temperature abnormal alarm
IP Camera07 Low temperature abnormal threshold | 35.5 The temperature setting range is(0~99)°C
Appl
B pply
& IPC
2 MZ-25IPE-4(IR)

13.2 Temperature Screening

13.2.1 Configuration

Click Home-> Temperature Measurement->Live Preview—> 2 go to the following interface.

.

Set the temperature measurement parameters as needed.

w0
O -
2 default area (Online/Total n.. : - 1 Abnormal record B

-

Pass-Through Records P

Temperature Unit: two options: °C or°F.
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Abnormal temperature threshold: please set the value according to the actual condition. When the temperature detected is over than the

set value, alarms will be triggered.

Record validity: Set how long the platform will keep the temperature records. If it is enabled, the temperature records will be cleared
beyond the set days.

Pop-up automatically: if enabled, the abnormal temperature alarm processing box will pop up automatically. Additionally, you can enable
“Pop up non-mask alarm box” as needed.

Data Display: you can choose “Do not display normal data”. That is to say, if the temperature of the person scanned is normal and the
mask is detected, these data will not be displayed on the client.

Data Reset Settings:

a. Reset time and type: please reset time of the temperature data as needed. These data can be reset every day, every week or every
month.

b.  You can reset the statistics by clicking [Reset].

Data sources of Temperature Reading Tablet: including comparison data and detection data. If comparison data is selected, the platform
will receive the temperature reading result and face comparison result; if detection data is selected, the platform will receive the
temperature reading result and face detection result, but it is not sure whether the person is matched with that of the face database

Voice Prompt: Please set the over temp voice prompt and non-mask voice prompt as needed. When no mask or elevated temperature is

detected, the set voice prompt will be heard.

13.2.2 Live Preview

Drag the thermal cameras/temperature measurement and face recognition terminals to the preview window. In this interface, you can view

various statistical information, such as total pass-by(today/total), Over-temperature(today/total), mask off (today/total), etc.

Live Preview Search Statistics #
I:E 0 |g ~ =7
3 ) 1
Q S
B (3) default area (Online/Total n... | e o m - N8/ 05/ 202 T51:22]| Abnormal record [3
B [PC e
I @ A
‘ | & Mask Off
! 4 I * + Un 1 1PC
. p ( -— 08-05 11:26:39
: == 5
@ ; EeEEEy

a
l——— PC166

09-04 00:48:33

ot statistics in recent

Descriptions

D Camera list, including temperature measurement terminal/panel and thermal
network camera.

@ Preview Area; drag the camera to the preview window to play.

® Statistical display area, including such as total pass-by counts(today/total),
Over-temperature counts (today/total), mask off counts (today/total)
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@ Pass-through records (snapshot display area)
® Abnormal record display area, including mask off, over temp
® Snapshot statistics in recent 7 days

Putting the cursor on the snapshot picture appears a “+” icon. Click this icon to add this picture to the group of the face database.

W Default Group

The default is the device bound to the target distribution Group

L ox_Jcancel

The thermal image and visible light image will be displayed simultaneously if the thermal camera is dragged to the preview area. Right

click on the thermal camera window and then select the fourth stream to view the thermal image as shown below.

Pass-Through Records B

S~

»  Alarm Handling

Click the captured image on area ® to pop up an alarm handling box as shown below. You can edit the personal information, including

name, phone number, ID number, address, whether to go to the infected area, etc.

Click “+” on the top right corner of the snapshot image to add it to the group of the face database.
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Snapshot Camera [IPC207 Snapshot Time 04 16:13:5
Temperature 38.5°C Suspected over temp Yes
Mask Status Undete Infected Area Y
Status v Name
Phone Number ID Number
Address
Remark
1
Pop up automatically Previous | [ Next

Pop up automatically: if enabled, the alarm handling box will automatically pop up on detecting an abnormal event (over temp/mask off).

»  Full Screen Display

In the temperature measurement interface, click E to enter temperature warning system interface.

ZOZFL/A0Z,0a4 16G=1E=a7

Records B

Click to exit the full screen mode.
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13.2.3 Records Search

Select the camera and then set the filter condition (like the start and end time, temperature range, keywords, etc.) to search the records.

Live Proview Sgarch Statistics “
Monitoring Point - | [ Export |
8 [ @ default area (Onling/Tot... | 3
2w IpC -
[ ™ th 1 No IPC 2020-08-05 1L:53... 366°C  MaskOn
2 No IPC 2020-08-05 11:53.. I IBEC  Mask On
1
3 No IPC 2020-08-05 11:53.., ' 366°C  Mask On
Start Time | 2020.06-05 00:0000 | = 4 No IPC  2020-08-05 11:52.. E H 366°C  Undetected
End Time | 2020-08-05 23:5%:59
I2n =
e siae Rans e 5 No IPC  2020-08-05 116.. 38C  MaskOH  Confirmed ® adniin 2020-08-05 13:54.
Mask Status§ All |
Status |;LIE?:1G ~ :'
Infected Area | All v [ No IPC  2020-08-05 11:26.. ! . 367°C  Undetected
Keywords & 3y &
“ 44 The| 1 fiPage M b Per Page| 50  |Entry 1-6 Total 6

In the above interface, you can view the target picture and the original picture, body temperature, mask status, alarm handling status, etc.

13.2.4 Statistics

In the statistics interface, you can view the total pass-through counts, abnormal temperature counts and mask off counts.

Uive Preview.  Search | Statistics &
Pass-by (Totaly 798  Abnormal Temp: /79 Mask (IH.D é‘tulw Charl |m
2 e JpC T
B 1P == Fazz=hv (Total) - ihnoreal Temp == Mask OFf
W 1PC207
515
dto
5
i
E ME
s
=
=
230
118
00:00 0100 0200 O03:00 O04:00 0500 0500 07:00 O8O0 O09:00 10:00 11:00 1200 1300 1400 1500 1600 IT:00 10:00 189:00 20:00 Z1:00 22:00 ZX}00 24:00
Rapart e ey pue il
Ta (BB 2021/02/04 | Statistics by Camera [ Export |
T Deidce name tvoe |00:00-01:00 01:00-02:00 0200~ 03:00 03:00- 04:00 [04:00-05:00  05:00-06:00 06:00-0700 07:00-08:00 0800-03:00 090010 total |

<y
. Click it to switch between date and date range.

Choose the camera and then set the start time and end time. Click “Search” to view the statistics.
You can view the statistics via a line chart or bar graph. The statistical data can be exported by clicking “Export”.
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14 Target Counting

14.1.1 Task Management

1.  Enable “Target Counting” function of the IPC.
Note: the added camera must enable target counting function. If the IPC doesn’t support “Target Counting” function, it must support face
detection function and the “Face Capture by IPC”, schedule and the entrance and exit type are set in advance.

IPC with Target Counting function

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Encoding Device A | N Intrusion Exception Detection Privacy Mask Setting ROI Setting Target Counting | Preset Setting

2021/01727.15:04:2

Q

B (31 default area
A
4 Device Name
- (2 IP Camera
5 IP Camera
- (3 IP Camera0l
- (% IP Camera02
- & IPC
& IPC

B o - O -

& o

“ on

Alert Line Direction | B->A Vv
(O save Panoramic Picture [0 Save Target Cutout
& Motor Vehicle  Sensitivity Detection ® 50
& Human Sensitivity Detection . 50

& Non-motor Vehicle  Sensitivity Detection @ 50

IPC without Target Counting function

People Management Sync Records Visitor Record Task

Monitoring Point
- Q| s
(=R | default area (Online/Total n... [ ﬂm% Fi
(2 1 (Online/Total number:... -
B Device Name 1P Camera...
B Device Name [P Camera...
B Device Name_[PO1
B Device Name_IPC
IP Camera0l
B [P Camera02

IP Camera0l Face Match by IPC 29 Face Surveillance Face Greeting,Face Attenda... \{

Entrance |

Note: The IPC without target counting function must support face detection, or the target cannot be counted.

2. Go to Home->Target Counting interface. Clicking on # enters the following interface. Double click the camera with the target

counting function and then select the schedule. After that, click [Apply] to save the settings.
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Heat Map Historical Statistics Flow Control Historical Picture Guery

Real-time Statistics

o [0 @) defaull area (Online/Tot...

1 IF Camerall

B | (2 default area [Online/Total .
£ 1 {Online/Total mimber:...
B Device Name [P Camara...

B Device Name_ [P Camera...
B Device Name_[PO1

B Device Name_IPC

W [P Camera02

W [P CameraQ?

B [P Camera

W PC

W [PC

W T - 251PE-A(1R)

Voice alarm alert | please wait

14.2 Real-time Statistics

o 1P Channel Name  One-key reset | Enabled ~  Event Type

ON

Fntranry

Ql Task Management [l - | Autgefitesh intes

<

Go to Home-> Target Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live image.

The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the system

will automatically analyze the traffic flow trends.

Before view the statistics, please go to Home->Resource Management->Device Setting—> Target Counting interface to set the alert line,

entrance/exit, detection target, etc.

Real-time Statistics Heat Map Historical Statistics Flow Control Historical Picture Query

Traffic Flow Statistics

| & O @ default area (Online/Tot...
O &2 1 (Online/Total numb..,
2 w8 1P Camera01
R W IP Camera0?
2 W 1P Cameran?
k) B 1P Camera

W MZ-2SIPE-A(R) [

Date: 2021-02-04
Statistical type: Human

Monitoring Point 1P Camera0l; IP Camera0Z; 1P Camera07; [P Camera; M,

1030

Total NO.IM)/Human

-14.02%

Compared to yesterday

Statistics of Total Traffic Flow -~

Compared to yesterday

|| Human

896
580+
R
404 - f
Ill.l
/
E /
348
g /f
| | FERLS Ja"
f 2
Apply /

“ | Auto refresh inte:d

Please select the type as needed to view the flow trend. Click |9‘ to refresh the current statistics.

Set the auto refresh interval: The system will automatically refresh the statistics at regular intervals.
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Date: 2020-08-06
Statistical type: Human
Monitoring Point gx; pt;

46138 - 58537 - -12399

Tolal NOINY Human Compared to yesterday Tolal Exiting/Human Compared to yesterday Irrsiche

Statistics of Total Traffic Flow -~ B w |

Human

30000

10000

UO:I.‘DOOZW 0300 0400 0500 0600 0700 OB00 0900 1000 1100 1200 1300 1400 1500 1600 1700 Cumemt 1900 2000 2100 2200 2300 2450 e

In the above interface, you can view the statistics of people/vehicles entering or exiting. Scroll down to view the traffic flow statistics via

pie charts and tables.

Target counting Table(Human)

IP Camera02
Out 2 1 12 27
—iEnter 0 0 0 0 0 0 0
TP et IP Camera02
Out 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0
IP Camera
Out 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0

MZ-25IPE-4(IR)

Total

Average

Proportion of people/vehicle flow(Human)

IP Camera0l 1018 98.36% 0

IP Camera02 17 1.64% 220

IP Camera07 0 0.00% 0
1P Camera 0 0.00% n

14.3 Heat Map

Go to Home-> Target Counting—>Heat Map interface.
Please create a map first.
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E-Map Setting #
Create Map
Map Management
h v |G
Map Name | 1 ] el
Parent Map | |
Map Type O Google Map @ Ficlure Map
Map File | ‘map - ENj = T)
I |
i '||||| ; ”””nlﬁinl!!”” ! .
- (Inside)

! spdl

Monite:ing Point

airc Serisor
O sensor

Drag the camera with the target counting function to the specified area.
Put the cursor on the camera icon and then you will see the detailed flow statistics.

Flow Summary Statistics Human v TotalNo(N) v Autorefieshinte 205 v | |G|
46175 58753
Total No.(IN) Total No.(OUT)
1 0
Max. Daily Number (Inside) Current Number (Inside)

sl
q i
= A Traffic ranking of each monitoring poi
LI
.7] A
"l
§ — |8
T g
3
D 1prc Smart IPC el L
O Sensor " - ill
E-Map Setting

The deeper the red color is, the more targets (human/vehicle) gather there.

14.4 Historical Statistics

Go to Home—>Target Counting—>Historical Statistics. In this interface, the statistic results in a long period of time can be searched which
can be shown in the table or curve chart. Additionally, the statistics of different targets can be viewed here.
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Real-time Statistics Heat Map Historical Statistics Flow Control Historical Picture Query #

-~ .

a| Traffic Flow Statistics
B & 0 default area (Online/Total number:5/5)
¥ (3 1 (Online/Total number:0/0)
&9 B 1P Camera01

Date : 2021/02/04

2 m IP Camera02 Statistic type : Human
57 8 IP Camera0? Report type : Daily Report
&4 @ 1P Camera Monitoring points : IP Camera01; IF Camera02; IP Camera07; IP Camera; MZ-25IPE-4{IR);

54 W MZ-251PE-4(IR)

104

226

Statistics of Total Traffic Flow -

588
Statistic type @ Lv) 490
Report type bd [
Date [
s 192 /

Search Export Excel - J \ -

14.5 Flow Control

Flow Control: Control the people/vehicles entering or exiting in a specified area to avoid overcrowding. When the people/vehicles stay in
the specified area exceeds the threshold, the alarm will be triggered and no entry icon will display.

Click Home->Target Counting—>Flow Control to enter the following interface.

Click to add a task. Multiple tasks can be added as needed.

Real-time Statistics Heat Map Historical Statistics Flow Control Historical Picture Query
a X
Task list Add task
Task name Task 01
Maximum threshold
Type | Human Vv ‘
Schedule | 7*24 v \
Selectable Device Selected Device
|
4 [ default area (u 4 [ default area
O 1P Camera O 1P Camera01

P Camera02

[J 1P Camera07

Available
[ MZ-25IPE-4(IR)
0
Inside

170

Q| Select Al Reverse Clear All @

Then the available number and inside number can be viewed as below.
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Available

12750

Inside

0

Click E to view the quantities of the people/vehicles entry and exiting.

| Py |
Click k=il to enter the flow control preview interface.

Flow Control

Current Gccupancy

0

In the above interface, you can switch the camera and view the image. When the people/vehicles inside exceed the threshold, the icon will

turn red.

Click on exits the current page.

14.6 Search Historical Picture

Go to Home-> Target Counting—>Search Historical Picture interface. The historical snapshots of each camera can be searched.
Note: Only the snapshots of the IPC with target counting function can be searched here.
The snapshots of the IPC without target counting function can be searched in the search interface (Home—>Face Surveillance—> Search).

Check the IPC with target counting function, set the start and end time, target and then click [Search].
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Manual

Monitoring Point

8 [ (& default area (Online/Total nu... &
[2 & 1 ©nline/Total number:0/0) |

[C) m™ Device Name IP Camera01
[C] ® Device Name_IP Camera02
[C) m Device Name_IP01
[C) ® Device Name_IPC
[ ® IP Camera01
[ W IP Camera02
O ® IP Camera
[C) ® [P Camera

D= IPC

O m IPC v |
Start Time; | 2021-01-27 00:00:00 ®
End Time: | 2021-01-27 235959  ©
Target Type: | Human v

Search .

Real-time Statistics Heat Map Historical Statistics Flow Control | Historical Picture Query

Search Result

Q |

2021-01-27 16:00:19 2021-01-27 15:55:36 2021-01-27 15:54:46
IP Camera02 (CI=) IP Camera02 ®E IP Camera02 ®E

AN AA_ AT AE AFER ABAA_OA_ AT A AF.Ee ABNA Al AT A aLae

>

v

|4 44 The 2 /82Page PP B Per Pagel 10 v | Entry 11-20 Total: 813

Click a to view the snapshot details as shown below.

Target Picture

Channel name: IP Camera02

Target Type: Human

Playback @

Capture Time: 2021-01-27 16:00:19

Original image
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15 Visitor Management

The visitors can be managed effectively by using this system.

15.1 Add Access Control Device

You can add the face recognition & access control device to manage visitors.

Click Home—>Resource Management->Add, Edit or Delete Device>Encoding Device to add face recognition & access control devices.
Note: Access control device includes face recognition box, face recognition and access control panel, face recognition IPC, Face
recognition NVR, among which face recognition box, face recognition IPC and face recognition NVR can view the access records of the
visitors.

15.2 Apply for a Visit

There are two ways to apply for a visit.

1.  Goto the visitor list interface (Home->People Management-> Visitor List) to add the visitor.
Fill out the information of the visitor and then select the visitee as needed.

Person List VIP List Visitor List Blacklist

Visitor List ™ Add Target

m Basic Certificate
Select visitor e
No.| 1
Name | 4 : Q

Name:  J
Gender © Male ® Female = [ Default Group
14 Calling:
Phone MNo. 2 Ay
Effective time | 2021-02-04 16:50:55 - - | 2021-02-04 18:00:00 = s Work ID:
M
&4 Timeout reminder / Group:  Default Group
Visitee | J o | 1
Access Point| Select RV

Remarks

Select the access point.
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Add Target Add access control device x

Select access control device

4 [ default area 4 [0 default area

Basic Certificate

No.|1 |

Name| 4 ‘

[J Device Name [J 1P Camera01

Gender © Male ® Female

(~] V]

O 1P Camera02

Phone No. | 123455666 \

J1pc

Effective time | 2021-02-04 17:00:11 [~ - | 2021-02-04 18:00:

O MZ-25IPE-4(IR)
& Timeout reminder

Visitee I J /
et

I Access Pointl Select | =T

Remarks

< S > { C— >

Q| Select All Reverse Clear All

2. Add the visitor information by real-time face snapshot

a.  Add a visitor from the alarm pop-up window in the face surveillance interface

‘ Real-time Monitering ‘ Image Search by Face Search Configuration

Monitoring Point

Person List = .
= Basic Certificate

VIP List —
e No. | |
Visitor List e |33—
. Gender ® Male O Female
Default Group
Phone No.|

Effective time | 2021-02-04 17:07:48 |2 -[ 2021-02-04 18:00:00 [

Name | 33
. - O Timeout reminder
Birthday |
1D Type 1D Card Visiteel Select b |
ID No. \: Access Point| Select e I
Work ID |
Remark | Remarks
Fa

BlackList

b.  Add a visitor from the snapshot in the face surveillance interface
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Real-time Monitoring

Monitoring Point

Q

o () default area (Online/Total n...

(21 1 {Online/Total number....

W Device Name [P Camera...

B Device Name_IP Camera..,

B Device Name_[PO1

B Device Name_[PC

W [P Camera02

[P Cameraly

B IP Camera

W [PC

W IPC

W [PC207

W MZ-25IPE-4(IR)

Image Search by Face Search

| Pass-by(Today): 8453
1P

| Face Capture

Configuration

Camer

Cesnt

W Default Group

VIF List

Visitor List

BlackList

Abnormal Temp: 5201

Mask Off: 0

Add to Group

Mame: 33

Gender: | Male ~
Province:

Wark type:

IDType: | IDCard |
10 NO:

Remark:

The default is the device bound to the target distribution Group ]

Face Match(Today): 1498

BlackList; 3 Stre

Birthday: 2021-02-04
Country:

City:

Wark 10

Telephone:

¢. Add a visitor from the snapshot in the search snapshot interface (Home—>Face Surveillance-> Search-> Search Snapshot)

Real-time Monitoring

Search Snapshot

| Q
:

& 2 1 (Onling/Total numb...
[ M Device Name 1P Cam...
[ W Device Name_IP Cam...
[+ B Device Name_IP01
[l B Device Name_IPC
¥ W [P Camera0l
4 B 1P Cameral2
A W [P Camera0?
[+ B [P Camera
2 e 1pC
e W 1P
4w (pC207
el ¢ M- 25IPE-(IR)

]ul@iqenl Server v

Start Time | 2071-02-03 00:00:00 =

End Time | 2021-02-03 23:59:59 1=

Monitoring Peint - P

Image Search by Face

Search Comparison Result

Search Configuration

Ferson List
VIP List

Wisitor List

Effective time | 2071-02-04 17:12:10

Add to Group

Basic Certificate

No.
Name | vice Name_IP Cameradl

Gender O Male ® Female

Phone Mo.
- - | 2021-02-04 180000

) Timeout reminder

Visitee | Select b

Access Point | Select b
Remarks

15.3 Search and Export Visitor Record

Set the start and end time and then click [Search] to search the visitor record.

You can also enter the key words and click Q to search the visitor record.

Click [Export] to export the visitor record to an Excel file.
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People Management Sync Records Visitor Record Task

m Start time | 2021.07-04 00:0000 [  Endtime | 202102-04 23:5959 =] [ Seaieh

1 i Allow Access Visiting Add success 1

o

After the access control device is linked to the visitor, the access control device will report the matched information to the platform when

the visitor came. Please refer to the following picture.

People Management | Sync Records  Visitor Record Task

Person List VIP List Visitor List BlackList

Marme: 4

Visitor List

Default Group

Telephone; Birthday. 02

Unknawn 1D NO:

s 8 @

ID Type:

Remark:

@ Group: Default Group

Track List View

2021-02-04 17:23:23

2071-02-04 17:23:23 IPC

15.4 Exception Handling

15.4.1 Extending Visit Time or Modify Access Point
There are two ways to handle the exception.

1.  Go to People Management-> Visit list interface as shown below.

People Management Sync Records  Visitor Record Task

N
Pesson List VP List

Visitor List

= Default Group .

Mame:
Telephone:
1D Type:

Remark:

@ Group: Default Group

Expired Time | 2021-02-(
Expired Time atter Extension | 20
Access Point | IPC ~

Remarks

Access time will expired at 2021-02-04 18:00:00

MName 4
Gender | Male
1 Card No.

Visitor s Phone

Respondents

Visitee' s Phone

& Timeout reminder | No extension v

TN The] L

7IFage PP F| Per Page] 50 % [Emry LI Totar I
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People Management Sync Records  Visitor Record Task
Person List VI List BlackLst

Visitor List

Details

=
at 2021

Ll l

Default Group

02-04

Access time wi

Il expired
Name | 4 |
n | Finish o o
Gender | Male : fisiting SUCORSS
1D Card No.
Wisitor" s Phone
Respondents | J
Visitee' s Phone
Expired Time | 2021.072-04 1800000
Expired Time after Extension | 2021-02-04 180000 2 Timeout reminder | Mo extension N
Access Point .__JP(__._ v:
Remarks Y — s
‘ 44 Thel 1 /1Page M | Per Page! 50  [Entry 1-1 Totak 1

2. Go to People Management->Visitor Record interface as shown below.

People Management  Sync Records | Visitor Recard | Task

End time | 2021.02-08 23:59:59 = | Seach

Access time will expired at 2021-02-04 15:00:00

MName | 4
4 Male 20

1 Allow Access
o Gender | Male

1D Card Mo,

Visitor s Phone

Respondents | |
\ Visitee® s Phone
Expired Time | 2021-02-04 18:00:00
Expired Time after Extension | 202002 02 18:00:00 | 2| @ Timeout reminder | No extension v
Access Point | IPC; e .

Remarks

For valid record, you can edit the visit time period and access point.
Please set the expired time or extend the visit time period as needed.

15.4.2 Not Visiting/Leaving Beyond the Given Time
When someone’s visiting is about to exceed the given time or the pre-registered visitor doesn’t come within the given time, a prompt

window will appear to remind the operator to extend the visit time or take other actions.
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Access time will expired at 2021-02-05 08:56:00

Name‘ 4
ﬂ Gender‘ Male

ID Card No.|

Visitor’ s Phone ‘

Respondents ‘ J

Visitee' s Phone ‘

Expired Time | 2021-02-05 08:56:00 |51

Expired Time after Extension | 2021-02-05 08:56:00 }% Timeout reminder[ No extension b l
Access Point[ IPC; v ]
Remarks

Ok

If this prompt window is not handled, the visitor will be marked as “Timeout”.
Clicking on the [Timeout] button appears the relevant records

People Management  Sync Recards  Visitar Record | Task

EEETEN  ciortome [202102:08000000 151 Entime | 20200204 235850

Finish{Timeout)
o Allow Access Timeout not ... Trivatic 1 4 Male i
Edil
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16 Parking Lot Management

16.1 Add ANPR Camera

Before using parking lot system, please add ANPR cameras first. The ANPR camera is use to capture the license plate of the vehicles
entering or exiting the parking lot.

There are two ways to add ANPR camera.

1.  Click Home->Resource Management->Add, Edit or Delete Device>Encoding Device to enter the encoding device adding interface.
Click [Add] to add your ANPR camera.

2. Add the ANPR camera to your NVR with license plate recognition function and then add this NVR to the platform.

16.2 Add LED Display Screen

Before using parking lot system, please add the LED Display Screen which is used to display the information of the vehicles entering or
exiting the parking lot.

Click Home—>Resource Management->Add, Edit or Delete Device>LED Display Device to go to the LED display device adding
interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Devicel Ty A @\ o

Enceding Device (Online/Total numbe =

Decoder (Online/Total number:1/1 0] Device Name Type IP Address Port Online Status Edit Delete
LED Display Device (Online/Total nu
Intelligent Analysis Server (Online/Tot

Add LED Display Device

Storage Server (Online/Total number:] Device Na... Type 1P Address Port Delete

Media Transfer Server (Online/Total n
e S (@ TaE murmarl LED Display... 485 Screen 0.0.0.0 5000
Alarm Server (Online/Total number:1/.

TV Wall Server (Online/Total number:1

Port: the default port is 5000.
Type: please select IP screen.
IP address: enter the IP address of the IP screen.

16.3 System Settings

16.3.1 Set Entrance and Exit

Go to Home—>Parking Lot Management->System menu as shown below.
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d Search

| System Settings

Parking lot Parking Lot
Tolal Parking Number

Remaining Parking Number

Entrance/Exit Setting Main Parking Lot
Temporary Vehicle Charge Setting
Schedule Plan

Entrance/Exil Setting

Entrance Name

Lane2

Entrance Name | Entrance 2

Barrier gate opening 15

| Main Parking Lot

Fixed and temporary cars

Fined and temporary cars.

Parking lot: 54/500

Temporary vehicle charge rule one v

left window

License plate language | Default » |

Click [Add] to add a new entrance.

In the above interface, you can set the total parking room, remaining parking room, entrance and lane, barrier gate opening duration,

temporary vehicle charge rule and so on.

» Lane Management

1.  Click [Lane management] to enter the lane management interface.
2. Click [Add] to add a new lane.
Parking lot A | Parki Lane management
B Main Parking Lot Total
Remai
Temp _
Lane2
Entra
Entr Bind license plate capture machine
ANPR Camera Linked ANPR Camera
[T Lane name
4 [ default area 4 [ default area
Lane Type
Automatic Pass Rule [ Linked vehicles Temporary L Eerm ErRl e e
Linked ANPR Camera ‘ | ] B Device Name_IP01
Linked LED Screen ‘ |
—| Display window ‘ o
Entr; : : :
left window right window @
Cancel
Unbound Unbound
3. Select the lane and then enter the lane name and select the lane type.

Lane type: set it as “Entrance” or “Exit-Charge” or “Exit-Free” as needed.
4,

Linked vehicles: the vehicles adding to the allow list

Set the automatic pass rule.
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The “Linked vehicles” is checked by default, these vehicles linked to the parking lot can automatically pass the parking lot without

Temporary vehicles: the vehicles not adding to the vehicle database

stop.
5. Bind the ANPR camera and the LED screen to the lane.
6.  Select the window and then click [Apply]. Then the ANPR camera and the LED screen will be bound to this window as shown

below.

Uncheck this window and then click [Apply] to unbind the ANPR camera and the LED screen with the window.

Parking lot: 500/5(

igement  Integ| Lane management

F—

Parking lot

§ Main Parking

Lanel
Lane2
v
e
e R ‘ Lanel | /_ Lane management
L T Ent A . . . . A
ane fype | ntrance ‘ Automatic Pass Rule Linked ANPR Camera Linked LED Screen Display window
Automatic Pass Rule & Linked vehicles [ Temporary vehicles i
ed and temporary cars IPO1 left window
Linked ANPR C 1PO1 Setup
niee amera ed and temporary cars

Linked LED Screen

Display window

left window @ right window O

bound IPO1 Unbound

s

Barrier Gate Opening Duration: For example, it is set to 15s. Then the barrier gate will be automatically closed after it is opened for 15s.

16.3.2 Set the Charge Rule for Temporary Vehicles

Charge rules include “Free”, “Charge per each exiting”, “Charge by parking time” and “Custom rules”. Please set the charge rules as
needed.

Vehicle Manitaring Vehicle Management Integrated Search System Settings Parking lot- 54/500

System Seltings = [scorcn [N Aca ) vy | eie |

| Entrance/Ext Setting

sy | M| s veenpe | cmgonpe E.

s 5
| Temporary Vehi = Charge S Rule Mame:2
' Schedule Plan 1 1 Small car Charge by parki... Vehicle Type:Small car
Charge typeFree
| z z Small car Free. Free parking.

| Description:Free parking

Temporary vehicle charge rule
| Rule Name{*) Description
Wehicle Type Small car W Charge type Free e

After you set the charge rules, click one charge rule listed on the above interface and then the detailed information will be shown on the
right panel.

Then you can select the temporary vehicle charge rule when you fill out the information of the parking lot.
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16.3.3 Set Schedule

Please set the schedule for the linked and temporary vehicles. If the vehicle of the vehicle group wants to enter the parking lot in its

non-scheduled period, it will be not allowed to enter. But vehicles can leave the parking lot anytime.

Vehiche ilor Vehicke M. t Integrated Search  System Settings Farking lok: 241,00

Schedule Setting

System Settings g

| Entrance/Exit Setting
Tempaorary Vehicle Charge Setting

If you don’t want to use the default schedule, you can click the [Add] button to set other schedules as needed.

16.4 Vehicle Management

In the vehicle management interface, you can add or delete the vehicle group and add vehicles to the vehicle group. There are two vehicle
groups by default-white list group and black list group. These two default groups cannot be deleted. You can add other white list groups as

needed.

16.4.1 Link Vehicles to the Parking Lot

»  Add a new vehicle group:

Vehicle Monitoring Vehicle Management ‘ Integrated Search System Settings

Add a group x

Vehicle management- [T 4

& Default group
11 (Black list)

Vehicle color: 5

Group name : A12345 | Owner's namenox
Schedule Plan
Owner phone:123456456

Remaining time 17Days

White list

»  Add vehicles to the vehicle group

115




) . ) e
Vehicle Monitoring | Vehicle Management | Integrated Search System Settings Parking lot: 547500

Default gro
11 (Black fist) Vehicle Type | Swall c2 v_| License Plake: 0000
Parking Lot: |1

ohiicle e
Vehicle color:5 Parking Type: |Allow List

i 3 Add vehicle : T
| soos Ouwner's Vehicle Type: |Small car
Owner p|  License Plate(*) Parking Lot | Main Parking Lot v Vehicle Color: | White
Parking Type A t Vehicle Type Small car e Cumor s NamRE |ses
[ Perrmp—  Small car
Phone: |1
Vehicle Cobor(*) Owner' & Nami 12345847
Vehicte ¢ Start Time: | 2021-01-14 00:00:00
Phone{*)
[ Owner: . z T= 2 T End Time; | 2021-06-13 135959
T0m ‘ eS| start Time 2021-02.0500:0000 =]  End Tims 20210304 235959 |

Detcriplion:

Owner p| Description

@ Remaining time 170

After the vehicle information is added, click this vehicle and then its detailed information will be shown on the right. In this interface, you

can renew your vehicle, including 1-month renewal, 3-month renewal, 6-month renewal and 12-month renewal.

Vehicle Monitoring Vehicle Management Integrated Search System Settings

Vehicle management- & X » X
- Select Current Page versely S Empty

{ Default group

- 11 (Black list) Vehicle Type

Vehicle color:White Vehicle colorB&
Owner's name:xxxx A12345 Owner’'s name:xxx
Owner phone:12345647 Owner phone:123456456
] Remaining time 128Days B M @ ([O Remaining time 17Days B MW

Click B to move the vehicle to another group.
If there are so many vehicles added in the current parking lot, you can view the desired vehicle information by filtering license plate

number, vehicle color and so on.

»  Import/Export Vehicles

You can add multiple vehicles in a batch. Click [Import] and then select “Export template” to export a template (Excel).
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Vehicle Monitoring Vehicle Management Integrated Search System Settings

Vehicle manageme ~ _ ) _
Select Current Page Reversely Select Import Export
Default group )
11 (Black list) Vehicle Type Excel import

(Export template

Vehicle color:White

Owner's name:on

Owner phone:12345647

[J Remaining time 128Days B o
A ) 5 T D E £ ] H 1
Number plate Parking lot ‘ehicle Typ Vehicle color Owner's name Owner's phone Starting time End Time Description
A12345 Main parking lot  Small car Color Simon 137982 0o 2020-09-23 00:00:00 2021-09-23 23:59:59 Discription

Fill out the vehicle information according to the template and then save it. Then go to the vehicle management interface, click “Excel
import” to import the vehicle information file.

Check the vehicle you want to export and then click [Export] to export the vehicle information into the designated path.

16.4.2 Blacklist Group

There is only one blacklist and it is the default blacklist. The default blacklist cannot be deleted. You can add vehicles to the blacklist. The
setting steps are the same as adding vehicles to the white list.

16.5 Vehicle Monitoring

16.5.1 Temporary Vehicles

After configuring the ANPR camera binding, allocating the corresponding lanes of vehicle monitoring and adding vehicles to vehicle list,
the captured vehicle picture and its detailed information will display on the following interface when the vehicle passes the ANPR camera
beside the lane and its license plate number is captured and recoginzed accurately by ANPR cameras.

= % ~ il ot
Vehicle Monitoring | Viehicle Management  Integrated Search  System Settings Parking lok >4/500

| = :
Entrance/Exit: Exit-Charge Entrance/Exit: Exit-Charge

Parking Lot: Main Parking Lot Parking Lot: Main Parking Lot

Parking Type: Temporary car N | Parking Type: Temporary car

| License Plate: License Plate
Vehicle Type: Vehicle Type:
Daity pase: Draily pass:| 4
L= | It ation
License Plate

Parking Type: Entrance
Parking Lot: Main Parking Lot

Pass time: 2021-01-23 18:07:56

| [

[Temporary vehicle need to be charged. but
{entry record!

U's a temporary vehicle, please charge!
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If the vehicle passing the lane is neither added to the linked vehicle list nor added to the blacklist and “Temporary Vehicle” in the

automatic pass rule is not selected, this vehicle will not be allowed to pass automatically.
If the lane type is set as “Exit-Free”, the temporary vehicle will be allowed to pass automatically; if the lane type is set as “Exit-Charge”,

the temporary vehicle will be allowed to pass after the owner pay the parking fee according to the set temporary vehicle charge rule.

Pan

Vehicls Manitoring Vehicle Managemant |I'-[(_‘t_]rdli‘(| Search System Settings
1 . Lane management x
m ing lot all Parking Lol Main Parking Lot

Entrance/Exit Setting Total Parking Number 500
Temporary Vehicle Charge Setting Remaining Parking Number | 54 TR,
Schedule Plan Temporary vehicle charge rule; 1 ~ ] )
Entrance/Exit Setting
Entrance Name | Entrance 1
P ~ | Lane Name | Lanel
Lane Name Lane Type Automatic Pass Rule Lane Type | Exit-Charge ]
Lanel Exil-Charge Fixed cars Automatic Pass Rule ) vehicles mporary vehicle
Linked ANPR Camera
Linked LED Screen
| Display window
left window =] right window B
bound IP Camera02 Unbound

If the temporary vehicle charge rule is set as “None”, the operator shall enter the amount of the parking fee and then open the barrier

manually to let it go.

16.5.2 Linked Vehicles

When the vehicle added to white list vehicle group enters or exits the parking lot, it will be considered as the vehicle whose parking fee
has paid by month. For example, if the owner of the linked vehicle has paid 1month’s parking fee, then the vehicle can enter/exit the
parking lot automatically for one month.

At entrance, the parking time of the linked vehicle is within the period of validity and the linked vehicle enters in the effective schedule, it
can be allowed to enter automatically. If the parking time of the linked vehicle is expired, it will be treated as a temporary vehicle.

At exit, no matter whether to charge or not, the linked vehicle can pass through automatically.

16.5.3 Blacklisted Vehicles

The vehicles added to balcklist are not allowed to pass, even if the license plate number is captured by the ANPR camera.

Note: The vehicles have been linked to a parking lot can not be added to blacklist, and vice versa.

16.6 Search

16.6.1 Search Pass Information

In this interface, the information of the vehicles entering and exiting the parking lot can be searched.
Set the filtering condition, such as the start and end time, license plate, vehicle type and lane.
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Parking lot: 56/500

Vehicle Monitoring Vehicle Management Inteqrated Search System Settings
i Start Time: 2021-02-05 00:00:00 End Time| 2021-02-05 23:59:59 - License Plate: L]
|I’mlnh - i Vehicke T Il diveti Al Parki Ei L
1 | | A L3 et ' ane| | Parking L it el N
Teiamny Velicle Chageinlo ehiiche Type| Al direction Lary arking Lot_Entrance 1_Lane:
Whitelist Vehicle Payment Info m
Owerdue Parking — —— —_— %
| No. Pass time: Liconse Plate  Passing Parking Lot Enfrance Lang - Direction  Vehicle Type  Operator Pass typt
| 2021-02-05 14:35:28° W IMain Parking Lot Entrance 1 Lanel Exit-Charge  Smail car admin Mo release
2 2021-02-05 14:35:28. Main Parking Lot Entrance 1 Lanei Exit-Charge  Small car admin Na releass
3 2021-02-05 14:35:22 Main Parking Lot Entrance 1 Lanel Exit-Charge  Small car admin Mo release
o . : Download
4 2021-02-05 14:35:22 Main Parking Lot Entrance 1 Lanel Exit-Charge  Small car admin Mo release S S

Pass record: including vehicle information, entering/exiting time, parking lot, lane, pass type, etc. The pass record also can be modified as
needed. Choose the pass record and click [Modify] to modify it.

Additionally, the captured vehicle picture can be viewed on the right by clicking this record inforamtion. Click [Zoom in] to zoom in the

picture; click [Download] to download the picture. At the same time, you can also play the record by clicking .
For the exit record, you can see the stay time.

You can also export all searched pass record by clicking [Export].

16.6.2 Search Temporary Vehicle Charge Inforamtion

Go to Home->Parking Lot Mangement - Integrated Search->Temporary Vehicle Charge Info interface. The charge information of the

temporary vehicles can be searched here as shown below.

Vehicle Maonitoring  Vehicle Management Integrated Search System Setfings LR AR
o Start Time| 2021-02-05 00:00:00 - End Time| 2021-02-05 23:59:59 2+ License Plate: m
Pass [nfo I = T 7 o ;
S ——— Na. I i Plate rt Time Out time Vehicle Ty Chal i viehi fule Parking ol Entra|
Temporary Vehicle Charge Info || N Operator;  License FL Start Tim le Type rge lype Charge Temporary vehicle charge stking i
Whitelist Vehicle Payment Info 1 admin 2021-01-23 18:07:19 2021-02-05 15:02:29  Smallcar  Charge by par... 130 1 Main Parking... Entran|
Overdue Parking

16.6.3 Search Whitelist VVehicle Payment Information

Go to Home—>Parking Lot Mangement - Integrated Search->Whitelist Vehicle Payment Info interface. The charge information of the

whitelist vehicle can be viewed as shown below.

Vehicle Monitoring Vehicle Management Integrated Search System Settings

=] =1

Integrated Seart 2| Start Time| 2021-02-05 00:00:00 [~ End Time| 2021-02-05 23:59:59 = License Plate:

Pass Info

. No. Operator License Plate Payment time Renewal months Renewal time(Month Description
Temporary Vehicle Charge Info pe Y ( ) P

Whitelist Vehicle Payment Info 1 admin XXXXX 2021-02-05 14:51:26 1 2021-07-13 23:59:59
Overdue Parking

16.6.4 Search Overdue Parking

In this interface, you can check the information of the vehicles which stay in the parking lot longer than the predefined parking duration.
Enable this function and then enter the parking duration and then click [Search] to display the detail information of overstaying vehicles,

such as license plate number, entering time and duration.
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Main Parking Lot Entrance 1

[SFCBABLL-013... Small car

[SFCRAG11-013... Small car
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17 Account and Permission

17.1 Create Account

Go to Home—> Account and Permission.

J User Management | Permission Management

Create Security Questions / Answers Search Q|

O admin ON Super Administrator 00:00:00:00:00:00  OFF E/J I

There is a default super admin user (the username is admin; the password is 123456). The super admin user cannot be deleted.
If it is the first time for you to log in, please select the super admin user and then click “Create Security Questions/Answers” to set the
questions and answers. It is very important to reset the password if you forget your password.

Create Security Questions / Answers x

S I - Question: [ v ]
Answer: ‘ ‘

/ Question: [ v

Answer: ‘ ‘

User Name Question: [ v ]

Answer: ‘ ‘

Password

Click [Add] to prompt an adding user window as shown below.

Add User X

Enable

User Name* [ | ]

Old Password*

Password* | Enter Password |

Confirm Password?* | Enter Password |

At least 8 digits in length, including three or mare of numbers/lowercase lettersfuppercase

Display Password [J

Permission Group* [ v ]
sind MAC address ([
Remark | |

Enter user name and password. Then select permission group (it must be set in advance). Binding MAC address or remark can be filled in
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as needed. After that, click [OK] to save.

17.2 User Permission Settings

Go to Home->Account and Permission = User Permission Group Setting.

(D  Click [Add] to create permission group.

@
®

User Management Permission Management |

[ 7aa ] ooc |
[

Add Permission Group x

Search

Permission Group Name |

J System Permission ‘ Operation Permission Area Permission

TV Wall Permission Target Permission

Select All Reverse Clear All

O Resource Management
[0 Alarm Management

(O Parking Lot Management
[ Face Surveillance

[ Temperature Measurement

O Server Management
O E-Map

[ Local Configuration
[ Face Greeting

[ People Management

O Record Setting
O TV Wall Management
[ Target Counting

[ Face Attendance

Cancel

Enter permission group name.

Select system permission, operation permission, area permission and TV wall permission as needed.
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18 Operation and Maintenance Management

18.1 Check and Export Log

Go to Home->Operation and Maintenance Management.
Click the “Check and Export Log” tab as shown below. All types of logs can be searhed and exported here.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

All Types Alarm Log Operation Log Config Log Exception Log
Start Time| 2021-01-27 00:00:00 }C_I End Time| 2021-01-27 23:59:59 }C}

No. Main Type Record Time Node Name Sub Type v User Name User Address i
1 Alarm Log 2021-01-27 16:44:24 IP Camera02 Monitoring Point-... None None
2 Alarm Log 2021-01-27 16:44:22 IP Camera01 Monitoring Point-... None None
3 Alarm Log 2021-01-27 16:44:22 Device Name_IP Camera0l Monitoring Point-... None None
4 Alarm Log 2021-01-27 16:44:05 IP Camera Monitoring Point-... None None
5 Alarm Log 2021-01-27 16:44:03 IP Camera01 Monitoring Point-... None None
6 Alarm Log 2021-01-27 16:44:03 Device Name_IP Camera0l Monitoring Point-... None Naone
7 Alarm Log 2021-01-27 16:44:00 IP Camera02 Monitoring Point-... None None
« > -

The[ 1 /233Page WP P Per Page[50 v |Entry 1-50 Total: 11636

Select the log type, set the start time and the end time and then click [Search] to search logs. After the logs are searched, click [Export] to

export these logs.

18.2 Backup and Restore Configuration

Go to Home->Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

Backup System Configuration Restore System Configuration

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The
authentication server will restart automatically after restoration.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to
backup the system configuration files. Then click [Restore System Configuration] in the new version to restore the system configuration.

18.3 Viewing Online Status

Go to Home—>Operation and Maintenance Management->Online Status interface.
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NVMS nual

You can view the online status of encoding device, decoders and storage servers and the record status of the storage server and encoding

devices.

Check and Export Log  Backup and Restore Configuration | Real-time Status | Status Log.

Encading Device Decoder Online . Record Status of the Record Status of

Online Sgtatus Status Server Online Status Storage Server Encoding Devices
. 100% . 100% .?1.43% 0% 75%

M Oriline: 7 W Online: 1 W Onllne: 5 W Video recording: 0 Ml Videa recording: 3

W Offline 0 W Offline 0 W Oflie: 2 B No video: 10 W No video: 1

192.168.250.105

18.4 Viewing Status Log

Go to Home->Operation and Maintenance Management-> Status Log interface.

Check and Export Log Backup and Restore Configuration

Start Time| 2021-01-27 00:00:00 (= End Time| 2021-01-27 23:59:59 [=]

1 Decoder online 2021-01-27 12:... Decoder 1

5 Monitor offline 2021-01-27 11:... Device Name_l...
7 Monitor online 2021-01-27 03:... IP Camera0l
9 Monitor online 2021-01-27 03:... Device Name_I...

Real-time Status Status Log

>

v

H « TheIZPage » N Per Page Entry 1-50 Total: 77

In this interface, record status, online or offline status of servers and monitor client can be viewed.

Set the start time and the end time and then click [Search] to search status logs.
The searched logs can be exported by clicking [Export].
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19 Local Configuration

19.1 Record and Snapshot Settings

Go to Home—>Local Configuration.

Record and Snapshot Setting

Playback source | from storage server v |

Save Recording Files To | D/
Save Backup Files To D/

Backup File Format ‘ AVI v
Save Snapshots To D:/Capture
Snapshot Number ‘ 9 v |

Max File Size for Manual Recording and Record Backup ® 512MB O 1GB O 2GB

Apply

In this interface, the storage path of recording files, backup files and snapshots, backup file format, snapshot number and max file size for

manual recording and record backup can be set up here.

19.2 Local Settings

Go to Home->Local Configuration->Local Setting.

Local Settings
[0 Auto Startup £ Auto Login ) Show tips when the nodeis offine [ Trigger audio when the node js offline: B8 Full name display Tor DVR/NVR® s channels [ Resource tree automatically expands
[ Substream display of new view &8 Show alarm state for the monitoring point
Resource Tree Sorting Rules ® Sort by name O Sort by time
Video Configuration Rules ® Specification first O Clarity first

Verify the password before exiting the program QO Yes ® No

Sefect Language | English{United States) el

Time Display Format | yyyy-MM-dd hhimmiss e

Select the alarm sound file

Selact the node dropped sound file
Select the sensor alarm sound file m

Auto Startup: if enabled, the system will automatically start when the computer starts.
Auto Login: if enabled the system will automatically log in when running this software next time.
Auto Startup: if enabled, the system will automatically start when the computer starts.
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Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the
DVR/NVR name and the channel name. If disabled, only the channel name is shown.

Substream display of new view: if enabled, the new view will be displayed at substream.

Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.

In this interface, you can also select the resource tree sorting rules, video configuration rules, language, time display format and upload

various alarm audio files.

19.3 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new live view
and playback operation and the overload tip will prompt. Go to Home->Local Configuration>Overload Setting. Select the overload upper
limit and then click [Apply] to save the settings.

Resource Overload Related Attributes

Overload Upper Limit CPU:85% v Memory:80% Vv

Apply

19.4 Alarm View Settings

Go to Home->Local Configuration>Alarm View Setting.

Alarm View Setting

¥ Automatic Pop-up Alarm Page [ Full screen display when popping up

Close Alarm page = Automatically shut down v Time | 5Second v
Number of Screens | 1 N
Apply

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when Popping up”, set “automatically
/manually close alarm page” and select the number of screens (1/4/6/19 optional).

19.5 OSD Position Configuration

Click Home->Local Configuration->OSD Position Config to go to the following interface.
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OSD Position Config

Drag slider

Apply

Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

19.6 System Configuration

Click Home->Local Configuration->System Config to go to the following interface.

System Settings

O Alarm preview using third stream [0 Do not display the alarm without schedule

([0 same alarm reporting interval: Hour

Synchronize Platform Time Device Time correction Synchronize Time Zone (Automatic synchronization of platform time to equipment every 2

System Name

Service fault determination time: | 1 v | Mins

Log Retention Time: | 365 Day

Apply

In this interface, you can enable “Alarm preview using third stream” or “Do not display the alarm without schedule”.

Enable and set the same alarm reporting interval and its linked alarm type.

Choose “Synchronize devices” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device times
with the time of the platform.

Service fault determination time: set the failure duration time. When the server failure exceeds this period of time, it will be determined as

“Offline”. The spare server will take over.
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19.7 Audio Uploading

Go to Home->Local Configuration->Audio Uploading.
Click [Add] to bring the following box.

Add I Search Q]

Audio Uploading

==
I

Audio sampling rate: 16000Hz, 16bit; monophonig; file size: less than 10M; file format: “.wav* .

Audio Name

Click [Browse] to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded
successfully, you can listen to it.
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20 Web Client

20.1 operating Environment of Web Client

The web client supports IE9/IE10/IE11, Firefox or Google browser. Please make sure that your browser supports the downloading and use
of the Web Client. Here we take IE Client for example.
»  Check whether the IE browser prohibits Active X control from downloading:

Open IE browser, click E%Internet Options—>Security->Custom level...to pop up a security settings window.Then enable all sub
options under “Active X controls and plug-ins”.

»  Check whether there are other components or antivirus to stop downloading Active X control. Please close other components and
configure antivirus and firewall to allow the installation of the plugin files.

20.2 start IE Client

Before starting IE client, make sure all servers must be started first.

Login

Input the IP address or domain name of Authentication Server and the web server port, for example: http://192.168.50.3:8088 (In this
example, IP address is 192.168.50.3. The default web server port is 8088) to go to IE Client. Then input the user name and password you
created in Account and Permission interface, select the language and platform and then click “Login” to login to the IE client.

WEEGENEN Please enter username.

EEESUGIGEIN Please enter password.

Login to: Platform

Login

Please download the relavant Active X controls according to the tips if you login to the IE client for the first time.

In the platform interface, users can modify the login password and remotely set the monitor client and configuration client. In the web
monitor client, click “Return to Configuration” to go to the web configuration client. In the web configuration client, click “Return to
Monitor” to go to the web monitor client. In the web monitor client or configuration client, click the platform logo to return to the platform
interface.

The operation steps of this web client interface are similar as the monitor client. Please refer to relevant chapter for details.
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21 Troubleshooting

1.  How to modify the password by yourself?

Login monitor client and then go to the Account and Permission interface. Select the account and click 41 to modify the password.

Modify User X

Enable [

User Name* I 1 ]

Old Password*

Password* | 123456 |

Confirm Password* | 123456 |

Display Password [

Permission Group* | 1 ¥ |
ERRRRNSPRRI ), o 0 00 0 oo fm
Remark| |

2. Unable to work normally after starting server.

1)  Please check whether the port is ocuppied and view the run status of the service as shown below

%8 Windows Task Manager @ﬂg

File Options View Help

| Applications I Processed | Services | performance I MNetwarking I Users |

-
Mame FID Description | Status | Group *

AudicEndpeointBu... 1100  Windows A...  Running LocalSy:
ServerTrayMgrapp 5056 ServerTray... Running MA
AlarmServerApp 2852  AlarmServ...  Running MA
TVWallServerApp 3456  TVWalServ... Running MA
StorageServerApp 2860  StorageSer...  Running MA

f MediaTransferSe,,. 1096 MedigTran... | Runming | M/A&  —
ConfigServerdpp 4316 ConﬁgServ...l_W A d
AuthenticationSe... 4592  Authentica...  Running MA

wpsdoudsvr WPS Office... Stopped MA
FhuDongFangYu 476 Running MA
Wsearch 4540  Windows 5...  Running MA
WMPNetworkSve 4588  Windows M...  Running MA
WmiADSry WMI Perfo...  Stopped MA
whengine Block Level...  Stopped A =
4| T | 3
Processes: 60 CPU Usage: 0% Physical Memory: 59%

3. The device information cannot be seen or the device is offline after the user logins to the monitor client.
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1)  Please check whether this user account is an administrator account. If this account is an operator account, please check whether it has

the authority to view the device information.

2)  Please check whether the media transfer server of the device has been started.

4. The alarm information cannot be received after the user logins to the monitor client.

l) Please check whether the schedule of sensor alarm, motion detection alarm and so on are set in the NVMS system.

2)  As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have
enabled.

5. The record cannot playback after the user logins to the monitor client.
1) Please check whether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2)  Please check whether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3)  Check whether there are record data in the playback channel and whether the record source and the start time and the end time of the
playaback is set up correctly.

4)  Please check the record schedules of the storage server are set correctly.

6. The configuration of devices cannot be modified remotely after the user logins to the monitor client.
1)  When the device configuration is required by the monitor client and prompt “Someone is configuring. Please try later”, please open
the IE browser to login to the device remotely and then go to “Online user” interface to see if there are any other users logging in.

2)  Please go to the live to see whether the device is being set up.

3)  Ifthe problem still exists, please contact your device manufacturer.

7. The preview image on the client cannot display fluently.
1)  Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory. This situation will not
emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2)  Please check whether the network environment is supported, including whether the uplink bandwidth of the device and stream match
and whether the downlink bandwidth of the media transfer server and the streams of all channels of devices match.

3)  Please check whether the media transfer server is overload operation.

8. After starting the authentication server and media transfer server, the storage server still cannot save.

1)  Please check whether channels of devices are added to the storage server.

Notes

1. Please use super administrator or standard user (permission control is set to “Never Notify”) to log in operation system, install and use
servers and client software.
2. The resolution of the surveillance client’s monitor shall be more than 1280*960.

3. If you want to delete the files of a server, please stop the server first.
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